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1{16)50 « 2 #n
ldentification Media

1(16)51 v 30 w9
General

1(16)51.1 (2-2-81)
Scope

These instructions describe authonzad iden-
wfication media which may be used by active
duty Internal Revenuc Service personnctin the
paerformanco of their official dutkes, This also
prescribes requirements for the issuance, con-
trol and uso of official identification media, and
replicas of official 1D media for retirement or
honorary mementos or similar purposces.

1(16)51.2 (10-26-67)
Responsibilities

(1) The Assistant Commissioner (Human Re-,
sources Management and Support) is autho-
rized to prescribe identification media for use
within the internal Revenue Scrvice.

(2) The Diroctor, Faciiities and Information
*Aanagement Support Division, HR:F is respon-
sible for planning, developing, implementing,
evaluating, and controlling the Servicewide
identification Media program.

(3) TheChief, Nationa! Office Property Secu-
rity and Records Unit and the Chiets, Regional
Security function/staff are responsible for im-
plementing, evaluating, and otherwise manag-
ing the regional identification program.

(4) The Chiofs, Regional Security function/
staff, and the lecal Security offices in each dis-
trict, service center, National Computer Center,
Data Center, and National Otfice Property, Se-
curity and Records Unit will implement and con-
trol the identification media program in offices
for which they are responsibie.

(5) Each supervisor is responsible for insur-
ing that personnel under his/her supervision
posseass only authorized identification media
and that such media are used and displayed
properly. Each supervisor is also responsible
for reporting unauthorized uso of identification
media to Inspection and to the local Security
Officer.

1(16)51.3 (5-30-84)
Definition; Authorized |D Media;
Terms Used .

1(16)51.31 (2 19 a7)
Definition

Internal Revenue Scrvice identitication
tia includes any pass, badgo. credentis
card of sumtar items, which contain the Int
Revenue narre, seal or symbol, used to de
the bearer and normotiy casried of worn b
bearer. Identification media will also inc
one or more of the following: the bearer’s n.
signature, birth date or physical charactor:
of the bearer, the bearer’s photo, a sernial r
ber, an authorizing or validating signature.
information to indicate the purpose ot
badge or 1o indicate the bearor has been
cially authorized to pertorm certain act
duties.

1(16)51.32 (2-19-87)
Authorized Identification Media
(1) Internal Revenue Service employ:

who are authorized and required to use ide:
cation media in the periormance of officiai
ties may be issued one of the following
appropriate:

(a) 1D Card—(see IRM 1(16)52)

(b) Pocket Commission—(see I
1(16)53)

{c) Enforcement Badge—issued 1o Ci
nal Investigation and Inspection person
only. (See IRM 1(16)54 and 55.)

(d) Calling Cards—(see IRM 1(16)56)

(e) Automobile Icentification Cards—{:
IRM 1(16)58)

() Other identification media specific
approved in writing by the Facilities and In
mation Management Support Division.

1(16)51.33 (10-26-47)
Terms Used

(1) The term identification media will be
ferred to as ID media.

(2) The term “center’” includes all sen
centers, the National Computer Center, :
Data Center, and all associated *off-site” ¢
cafeteria space.

(3) For the purpose of this Manual, the !
tional Office Property, Socurity and Reco
Unit is considered to be the equivalent ¢
Regional Security function. Therefore, any
quirements placed on the regions aiso apply
the Nationai Otfice.

1(16)51.2
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1(16)51.4 (2-19-87)

Retirement Mementos, Honorary
Presentations, and Other Replicas
of identification Media

(1) Intornal Revonue idontication media are
issuad solely for use by authorized employees
in tho porformanca of official dutigs and, in tho
case of the ID card, for personal identification.
ID media may not be usnd for retirement me-
mentos, honorary presentations, or similar pur-
posos, except as follows:

(a) Pocket Commissions (see IRM
1{1€)53)

(b) Enforcement Badges (sea iRM
1(16)55)

(c) This prohibition doas not apply to pho-
tographic or printed reproductions used in offi-
cial Government publications and displays.
(See IRM 1(16)51.5:(1})

1{16)51.5 (2-19-87)
Restrictions and Penalties

(1) in accordance with Policy Statemont
P-1-140, Internal Revenue Service employees
may not display any form of identification asso-
ciating them with the Service which has not
been officially authorized by the National Of-
fice. Development of new identification media
or methods of use, assembly or display, or mod-
ifications of existing media or methods of use or
display must be coordinated in advance with
the Director, Facilities and Information Man-
agement Support Division and approved by the
Assistant Commissioners of the functional ar-
eas involved. '

{2) The Director, Facilities and Information
Management Support Division, (PM:HR:F), will
authorize the printing or reproduction of any
type of internal Revenue ID Media. Requests
for authorization must be submitted in writing, in
advance, to PM:HR:F.

(3) Section 701, Title 18 of the U.S. Code,
prescribas a penalty of $250 or six months im-
prisonment, or both for “Whoever manufac-
tures, sells or possesses any badge, identifica-
tion card or other insignia of the design pre-
scribed by the head of any department or agen-
cy of the United States for use by any officer or
employee thereof, or any colorable imitation
thereoft, or photographs, prints, or in any other
manner makes or executes any engraving, pho-
tograph, print or impression in the likeness of
any such badge, identification card, or other
insignia, or any colorable imitation thereof, ex-
cept as authorized under the regulations made
pursuant to law.” Section 499 of Title 18, U.S.
Code, prescribes similar penaltjes.

1(16)51.4
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(1) Employees should immediately and di-
rectly report allegations or information regard-
ing unauthorized uso, counterfeiting, altoration,
reproduction, etc., to the noarest servicing in-
spection offica. Tho telephone numbers of In-
spection's offices are posted on bulletin boards
in cvery Internai Revenue office. The calls may
be made coliect.

1(16)51.6 (10-26-67)
Protection of ldentification Media

(1) Employees must take precautions to pre-
vent loss or thoft of pocket commissions, 1D
Cards, enforcement badges, and othor types of
identificaticn media. In the hands of an unau-
thorized porson, these items have the potontial
of bringing serious discredit and adverse public-
ity to ths Service. Identification media shouid
not be left in unattended briefcases, unlocked
desk drawers or automobiles, but should be
carried on the person. When not in use they
should be stored in a locked container or left
with the supervisor. (See Exhibit 300-3 in IRM
1(16)12, Manager's Security Handbook.)

(2) Managers must counsel employees con-
cerning safeguards when there is a repeated
loss of ID cards, pocket commissions, enforce-
ment badges or other ID media. (See IRM
1(16)51.7:(1).)

1(16)51.7 (2-1987)
Lost or Stolen identification
Media

(1) If an employee’s ID card or pocket com-
mission is lost, stolen, or destroyed, the em-
ployee will report this immediately, in writing,
through supservisory channels to the local Secu-
rity Officer, explaining tho circumstances and
recovery attempts. If an employee’s enforce-
ment badge is lost, stolen, or destroyed, the
employee will report this immediately in writing,
through supervisory channels to the issuing of-
ficial. (See IRM 1(16)54.4.) These reports must
be annotated by the employee's supervisor
with a statement concerning what disciplinary
action, if any, was taken. A copy of field employ-
ee reports will be forwarded to the Regional
Inspector as soon as possible. A copy of Ne-
tiona! Office employee reports should be for-
warded to the Internal Security Division, L:IS.
The authorizing officer in the regions will ensure
both that original reports on lost commissions
and enforcement badges are keptin a separate
file in order to make them read:ly available and
that a copy of each repcrt is sent to National
Office, PM:HR:F:S:PS.
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(2) The rocovery of any type of identification
media must be reporied to the issuing official
and Inspection (if items were reported to In-
spocton as losl), so that local accountability
records may be adjustedtorefiectthorocovery.
The recovered media may be oithor destioyed
or reissued, as appropriate.

(3) Inthecase of alostor stolen D card with
a restricted area designator, the employee’s
manager will notity the manager of that restrict-
ed area. If an 1D card is tost or stolen from an
employee on an Authorized Access List, the
employee’s manager will notify the restricted
area manager.

1(16)51.8 (10-26-67)
Supplies

(1) Inordertomaintain an adequate supply of
forms:

(a) Regions will submit an estimate of
Forms 6054, 6055, 6056, lower pocket commis-
sion inserts and maroon leather pocket com-
mission folders nceded for the next fiscal year,
by July 31st of each year. The regions will con-
solidate the district and service centers esti-
mates, and submit the consolidation to the
Chief, Physical Security Section, National Of-
fice, HR:F:S:PS. (See Exhibit 1(16)50-1 for sug-
gested format.)

(b) All other forms will be requisifioned
through the Centralized Inventory Distribution
System (CIDS). Regions will develop a list of
authorized persons and advise the appropriate
distribution center. Only designated empioyees
will be able to order ID media forms from the
distribution centers.

{2) Other supplies such as filrn, chains, clips,
etc. will be obtained locally.

1(16)51.9 (5-30-59)
Mailing of ID Medla

{1) When mailing |D media, controlled means
must be used.

(2) The Facilities Mail Coordinator should ba
contacted for the proper method of control.
Locations with Express Mail networks may uti-
lize that system.

1(16)51.(10) (5-v0-84)
Records and Accountability

(1) Annually, the accuracy of the ID card,
pocket commission and enforcement badge

records will be audited and reconciled agai:
the numerical and al!phabetical files on a se
pic basis {(Sce IRM 1(16)52.(11). Forin 6665,
Madia Review Memorandum, will be used
this purpose. Do not mail this form to the ho:
addross of the employee. (Seo Exhi;
1(16)50-3.)

(2) Since every employee may be authoriz
an ID Card, these records will be the primy:
records checked. The back of Form 6665, a.
asks the 1D card holder if they have a voc!
commission in their possession. This will ¢
satisfy requirements in (1} above for poc:
commissions and enforcement badges. S
Exhibits 1(16)}50-2 and 1(16)50-3.

(3) Form 1830, Custody Receipt for Gove:
ment Property, will be used when issuing any
media, except {or the 1D card. See Exhi:
1(16)50-13 and Exhibit 1(16)50-15. Sinceo t
employee signs the form used to make the
card, the receipt of the card is therefore cons
ered acknowledged. Any local forms, that arc
the same physical size and contain the sar
information as Form 1930, may be used.

1(16)51.(11) (2-15-a7)
Recommended Changes In
instructions And Procedures

input from all organizations involved in {
implementation of any ID media program is ¢
ficited so that the Service will derive maximt
benefit from it. To accomplich this, all propos
changes or additions to the program outlinec
this Manual should be submitted through sup-
visory channels to the National Offic
(PM:HR:F:S:PS).

1(16)51.{12) (s-s0-64)
ID Media of Other Agencies

Undor normal conditions, except in data p:
cessing facilities, the identification media us-
by Govarnment employees of other agenc:
should be honored for entry of the bearer, d.
ing working hcurs, to Service offices for offic
business, unless circumstances cast some r«
sonrable doubt on the authenticity or validity
the media, or the matchirig idantity or author
of the bearer.

1(16)52 (5-90-4)
identification Card

1(16)¢
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1(16)52.1 (10-2¢c ¢7)
General

(1) ID cards will bo issuoed a! tho discrotion of
the Regional Commissioners, District Directors
and Regional Counsels {or their respoctive em-
ployees. Local Directivos will take into consid-
eration the:

(a) needs of employces in official travol
status;

(b) community roquirements for employ-
ment identification in the check cashing pro-
cessin an effort to minimizo smployoe inconve-
nience; and

(c) local security needs.

(2) The use of a personnel identification sys-
tam is necessary in locations wherg strict entry
conticl is required. Systems vary between just
carrying a photo identification card to tho re-
quired wearing of same at all times while in the
facility or area.

(3) In order to maintain the integrity, respect,
and acceptance of this iD card, much effort will
have to be expended to make certain thatunau-
thorized personne! never have access to tho
card stock and equipment, that an employes
never has more than one 1D card in their pos-
session and that cards are recovered from per-
sonnel who leave the Service.

{4) The term “ID card” or “‘card” instead of
ID badge or badge will be used to avoid the
possibility of confusing the law enforcement
badge with the iD card.

(5) The term “ID card uni,” or “iD badge
unit” whenever referred to means the Security
function for the issuing office.

1(16)52.2 (2-10-87)
Responslbllities

(1) The Director, Facilities and Information
Management Support Division, is responsible
for planning, developing and overall direction of
the program to provide a multi-purpose identifi-
cation card for all Service employees.

(2) The Chief, Facilities Management
Branch in the region, is responsible for direct-
ing, monitoring, and evaluating the personnel
identification program, its operations and pro-
cedures in his/her region.

(3) The Director, National Office Resources
Management Division, is responsible for main-
tenance and controt of the program at the Na-
tiona! Office; and for directing, monitoring and
evaluating the personnel identification pro-
gram, its operations and procedures in the Na-
tional Computer Center and the Data Center.

1(16)52.1
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(1) Tho Chicfs of the Secunty function in the
regions, service centars, Data Center, and Na-
tonal Computer Contor and the district Socurity
function are responsible for tho maintenance
and control of tha program withun their respoc-
tive areas of responsibility.

(5) Chicts, Personnal Branch, are responsi-
bic for furnishing the card units informaticn nec-
essary to onsure that all new internal Rovenue
Service emplcyecs obtain an 1D card, whoie
required.

{€) All supcrvisois have the responsitility to:
{(a) dotermine that employees unider their
supervision are issued 1D cards and wear their
{0 cards propetiy at all timas while in a conter, in
all restricted areas in districts and regions, and
other offices as spocified by local manage-
ment. See IRM 1(16)52.4, for proper method of

~wearning card.

(b) coltect the 1D cards of intermittent em-
ploycas: employees who resign, retire or trans-
fer, employaes placed in nonwork status, i.e.,
scasonal, indefinite, LWOP, and WAE, on their
last workday and send them to the Security
function for disposition per IRM 1(16}52.{(10):4.

(c) determine that only authorized person-
nel are in the work area for which they ere
responsible, and immediately chalienge the
presence of suspocted unauthorized persons
in their area;

(d) request replacement D cards for their
employeas; and

{e) inform all employees under their con-
trol of the importance of good security
practices.

(7) All employees and other persons issued
ID cards are responsible for:

(e) safeguarding their ID cards;

(b) weering their ID cards properly at all
times during working hours when required (see
IRM 1(16)52.4 {or proper method of wearing ID
card); .
(c) promptiy reporting loss of their {D cards
to their supervisor;

(d) immediately reporting to their supervi-
sors the presernice of unauthorized personnet in
the work area; and

{e) turning their ID cards in to their manag-
er when placed in non-work status or upon
termination of employmeont.

(8) If an employee without a photo ID card is
detailed or travelling to another facility that uses
the photo ID card system, then he/she MUST
BE ISSUED A PHOTO 1D CARD BEFORE RE-
PORTING or they will be treated as a “visitor”.

(Next page is 1(16)00-28.1)
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1(16)52.3 > 19 4y
Description And Use Of ID Card

(1) TholiiS 1D cardis dosigned and s autho-

rizod for use as follows:

(a) wisual 1D for entry control mto alt 113S
oflices;

(b) personal 1D for Service employees;

(c) entry conirdl for centers (including ex-
ternal perimesers), region, and district office re-
stricted areas; and .

(d) terminal access avthorization on
equipmentto be enhanced for such capability in
the future.

(2) The ID card is the same size and has the
appearance of a standard plastic credit card
(see Exhibit 1(16)50-5): it is facility identified by
use of one or two digil location codes (see
Exhibit 1(16)50-9); serially numbered by each
issuing facility {region, district, or center) at time
of issue; color coded to indicate whether the
person wearing it is a Federal empioyee (white
card) or a non-Federal individual (red card).

(3) All ID cards have a magnetic stripe af-
fixed to the back which allows encoding of cryp-
tocoded information. This pe.'mits the card to
be used as a cardkey to open doors and/or gain
access to computer terminals. The back of the
ID cards for IRS employees is printed in biue
and has the words DEPARTMENT OF THE
TREASURY, INTERNAL REVENUE SERVICE,
awarning against misuse, a return address and
a large IRS seal! in blue in the background with
the words INTERNAL REVENUE SERVICE
around the outside of the seal. |D cards issued
to other than IRS personnel will have the warn-
ing and a return address, but will not have the
words DEPARTMENT OF THE TREASURY,
INTERNAL REVENUE SERVICE, or the seal.

(4) the front of the ID card has a color photo
of the individual to whorn issued, their typed
name, signature, one or two digit location codes
followed by ID card number, and date of issue.
The data area on IRS employee ID cards has a
large IRS sealin blue in the background with the
words INTERNAL REVENUE SERVICE around
the outside of the seal. The photo and data on
the front of the 1D card contains on an instant
type composile picture. The upper 60 percent
of the percent card is the photo area and the
lower 40 percent is the data area.

{5) AllIRS employoestobeoissuedantD card
will be issued a white photo ID card clearly
marked on front and back to identify the individ-
ual as an IRS employee. Other Federal employ-

ecs who work at IRS locations where the
must be worn, will be issued whita phe
cards, but these will notidentify the individ.
a RS empioyee. All non-Fedaral pers:.
who are authorized to ¢nter a center or
restricted area. on a regular basis will be i
ared photo !D card. Red photo cards, inci.
those issued to guards, cannot be ren
from tho faciity.

(a) Trainees aszigned to IRS under ¢
the various waork (raining programs financ
the Department of Labor, the Deparime
Health and Human Services and Compi
sive Employment and Training Act {C.
trainees assigned to IRS under a host-ern.
reiationship, may be issued a white carc
doos not identily the individual as ar
employeo.

(b) Personnel hired directly by iIRS
the Federal Summer Aide Program, the St:
School Campaign, the Federal Summer !
Program, and the Federal Junior Felloy
Program; temporary appointments of 90
or less, 700 hour appointments, intermitt
When Actually Employed (WAE's); ant
counling students appointed under the C.
erative Work Study Program cr the IRS Scr
ship Program for Accounting majors arc
employees and may be issued, at local o;
white ID cards clearly marked on front and
to identify them as such.

{c) Should difficulty be encountered ¢
ticipated in recovering cards from any ¢
types of employees mentioned above ir
and (b), local management may clect to
non-photo, rather than photo cards to suct
ployees, or estzblish a procedure restr
removal of their photo cards from the fz

(6) Fedecral employee visitors on officia’
ness to a center or other restricted area wi
not have an ID card with the proper enced:.
the magnetic stripe, will be issued a white
photo 1D card, with the word VISITOR OF
CORT ONLY as appropriate, (sese text 2
IRM 1(16)41 Physical Security Handboc
place of the photo ID card. Frequent Fe
visitors 10 a center or other restricted ares
be issued photo 1D cards; however, co:
shall be established for the issuance, use
return of the ID card upon completion of
visit. In centers, the GSA buildings man:
and their assistant(s) and Fedcral Prote
Service supervisory personnel may be ail.

1(16)¢
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to retain tharr cards provided the ncecessary
actioncanand istakento assure that the cardrs
recovered upon resignation, termunahon retiee-
ment, death or transter of the holder

(7) Non-Federal visitors 1o a restnctoed area
will be issued a Hed non-photo 1D card with the
word VISITOR or ESCOHT ONLY, us appropn-
ate i place of the photo.

(8) Personnet poermancently assignued to a re-
stncted area who forget orlose ther 1D card will
be issucd an appropnate non-photo 1D card
with the abbreviation "TEMP" on the front in
place of the photo.

(9) TEMP, VISITCR and ESCORT ONLY ID
cards will bo numbered seguentally and be
preceded by the issuing otfice’s location code.
They will be prepared by each card unit in the
same manner as any card, except that the ap-
propriate words TEMP, VISITOR or ESCORT
ONLY wiil be photographed. Letters should be
of sufficient height so that they will till up avail-
able space.

(10) TEMP, VISITOR and ESCORT ONLY ID
cards cannot be removed from the issuing facil-
ity and should never be used as access authori-
zation 10 a facility. They must be returned when
the individual departs the center or the restrict-
ed area. '

(11) Regional Inspector and Regional Coun-
sel personnel will be issued ID cards by the
Securnity function agreed upcn by tho appropri-
ate managers and the regional Chief, Security
function.

1(16)52.4 (5-30-84)
Wearing Of ID Cards

(1) All persons will wear an |D card while in a
center including the ““off-site’” space and cafo-
teria, in restricted areas in districts and regions,
and in other areas as directed by local
management.

(2) 1D Cards will bo worn with an approved
clip fastened to either an item of clothing or to
an approved chain worn around the neck or in
an approved transparent plastic card holder. All
cards must be worn above the waist {on the
torso) in such a manner that the photois clearly
visible from the front &t all times. Exceptions to
these instructions for reasons of health, safety,
or rehgion must be approved by the employce’s
supervisor and the Chiof of the Security
functon.

1(16)52.3
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1(16)52.5 (2. 14 8.
Restricted Areas Designators

(1) Accoesstorestncted areas within centers,
districts, and regrons will be controlled as set
forthan Extutnt 400--1 of 1M 1(16)41, Physical
Sccuntly Handbook

(2) 1D cards ot indwviduals authorized 1o enter
restricted areas will have a number or letter
corresponding to that area in the lower right
corner of the photo insert ¢n the front of the
card. In addition. the backgreound color in the
photo arca will be yellow (see IRM
1(16)52.5:(2)(a) and Exhibit 1(16)50-b). It is per-
missible to have two numbers on a caid (ie.,
Branch Chief, Research Branch could have 5-6;
computcer hbrary personnce! authorizod to onter
computer room could nave 2-3). There is insuffi-
cicnt room on the card to have more than two
nurnters.

(a). Service Center restricled area code
designators are as follows:

1 alirestricted areas (Form 5520A4) (only
the center director and assistant director can be
given this number)—1

2 computer room {(Form 55208)—2

3 computer library (Form 5520C)—3

4 extracticn, clearing and deposit, and
RPS areas (Form 5520D)—4

5 returns files (Form 5520E)—5

6 all areas containing accounts and re-
tertion registers on microfilm (form 5520F)—6

7 Automated Examination System area
(Form 55201)—7

8 remittance processing areas (Form
5520G)—8

9 Protective Console Room (Form
5520H)—9

(b) District restricted area code designa-
tors are as follows:

1 Allrestricted areas (Form 6028A) (oniy
the district director and assistant director can
be given this lotter)}—A

2 Consolidated Files Area (lormerly
Centralized Services) (Form 60288)—8

3 Automated Collection System erea
(Form 6028C)—C

4 rutcmated Collection/Examination
system area, computer rcom and Tape Library
(Form 5520B)—2

{c) National Computer Center (NCC) re-
stricted aroa code designators are as {ollows:

1 allrectrictod areas (Form 5520A) (only
the center director and assistant director canbe
given this number)—1
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2 computer room (Form $5208)—2

3 compuier ibrary and greas centaining
accounts and retention registers on microfiim
(Form 5520C)—3

4 NOCF computer room (Form
55208)—2

5 NOCF computer hbrary (Form
5520C)—3

(d) Data Center (DC) restricted area code
designators are as {ollows:

1 allrestricted areas (Form 5520A) (only
the center director and assistant direclor cantie
given this number)—1

2 comgputer room (Form 55208)--2

3 camputer library (Foerm 5§520C)—3

4 Error Resolution Section Cocument
Storage Room (Form 5520T)—T

5 Third Floor Mail/Receipt Room (Form
5520U)y—U

6 1V Phase computer room (Form
6028R)—R

(e) Regional office restricted area code

designators are as follows: ]

1 Automated Colisction Systom area
(Form 6028C).—C

2 1V Phase computer room {(Form
6028R)—R

3 Automated Examination System area
(Form 6028G)—D

(f) The number or letter authorizing accoss
to a particular restricted area will be printed on
the Form 5519, 5520, or 6028. These idontiliers
can also be added in the field by using pressure-
sensitive vinyl plastic letters such as 34" black,
Helvetica Caps. & Numbers, see Exhibit
1(16)50-11.

(g) Managers will undoubtedly desire to
have areas other than those indicated above
eslablished as restricted/secured areas. This
can be done without approvali from the National
Office, unless it is dasired to have a letter, num-
ber or symbol added to the ID card to indicate
authority to enter the area. if a designator is
desired on the badge, a request {or same must
be submitted through channels 10 the National
Office (PM:HR:F:S:PS) (see also IRM
1{16)51.11)).

(3) If the Automated Collection System area
or Automated Examination System areaistobe
a controlled area instead of a restricted area,
and the ID card used as an identification davice
within the 'controlled area’, then the indicated
designator MUST be used.

1(16)52.6 (.19 a7)
Issuance Procedures -

(1) !t the authorizing official (IRM 1(16)53.3
determines that an 1D card is 1o be issued, the
following procedures will be followed:

(a) Allphoto 1D cards will bo issued by the
appropriate Security function in the Nationc
Oftfice, region, district or center. A record will bq
maintained on every ID card issucd. (See IRN
1(16)52.(11).)

{b) Unlass an oxception applies (seo IRN
1(16)52.3:(5){b)) Service employces, excep
those onnon-work status, will be issuaed a photc
ID card. In locations with ID card equipment
cmployces and recalled seasonals will be is
sucd a photo ID card on their first day of duty
Locations without 1D card equipment may as
sign non-photo cards to employees pending the
issuance of photo ID cards. Non-photo card:
may not be removed fiom the facility—see IR\’
1(16)52.(10). Employees will complete ltems 1
2, 4, and 5 on Form 5520, "IRS !dentificatior
Card Renuest” or ltems 1 through & on Forn
6028, "IRS Identification Card Request for Re-
gions and Districts,” as appiicable (see Exhibi:
1(16)50-6). An appropriate supervisor in Petr-
sonnel Branch or the employee’s supervisot
will verify information, completc items 3, and &-
10 on Form 5520 and items 6-10 on Form 6028
if the employee is to be authorized access tc
restricled areas outside the control of thair su-
pervisor, the Branch chief responsibie for the
restricted area must cosign the card request
form.

{c) GSA employees and any other Federa
persons who are assigned to a center will be
issued a photo ID card on thair first day of duty
These individuals shouid complete items 1
through 6 on the front and items 12 through 1£
on the reverse of Form 5519 “Non-IRS ldentifi-
cation Card Request” (see Exhibit 1(16)50-6).
The appropriate supervisor will verify informa-
tion, and initial in Item 8 indicating their approva
for issuance of an ID card and will ensure tha'
the ID card is returned to the iocal Security
function cn the last workday of the employee. I
the non-IRS Federal employee is 1o be giver
unescorted access to a restricted or securec
area, the Division Chief concerned or his/he:
assistant must complete and signin item 7. The
Security Officer or assistant, will also signas the
Authorizing Official in ltem 8.

1(16)52.€
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(d) Supervisors at centers who have ven-
dors, route persons, repait porsons, etc.,, visil-
ing them on arecurring basis will be responsible
for obtaining red photo 1D cards for thoso indi-
viduals. The individual will complete items 1
through 6 on the front and items 12 throughi 15
on the revoarse side of Form 5519, Suparvisors
will initial in tem 8 indicaling thoir approval {or
the issuance of an 1D card. lf the non-Federal
individual is to be given unescortod accoss 1o a
Restricted or Secured area, the Division Chief
concerned orf their assistant must complete and
sign in ftem 7. The Security Officer will sign as
the Authorizing Official in item 8.

(e) District and regional offices may use
the same procedures outlined above in IRM
1(16)52.6:(3) and {4), for GSA employecs, other
Federal persons, vendors, repair persons, etc.
However, if this is impractical, these personnet
may be processed at restricted area entrances
as Federal and non-Federal visitors (sce IRM
1(16)52.7).

(f) The procedures sct forth in paragraph
(d) above will also be followed in the issuing of
red photo ID cards to contract guards, cafeteria,
cleaning, and all other non-Federal personnel
permanently assigned to the center.

(g) The type of card to be issued to IRS
omployees, other-Federal employees and (o
non-Federal personnel is specified in IRM
1{16)52.3, and no exceplions can be made with-
out advance approval from the Facilities and
Information Management Support Division,
PA:HR:F, National Office.

(h) Division chiefs and heads of non-IRS
groups (GSA, guards, cafeteria, cleaners) at
centers, regions and district restricted areas
must be required to furnish a memorandum to
the Security function listing the namw and orga-
nizationa! element of the supervisors author-
ized to request an identification card for an
employee. When completed, iD card request
{forms are received by the Security function, the
signature element of the supervisor will be
checked by using the personal ID card request
form on filo for that supervisor or tho acting
supervisor.

(i) The data area on the left end of Form
5519, 5520, and 6028 under the heading, *'Se-
curity Function Use Only,” will be completed by
the Security Clerk using, it possible correcting
typewriter, with 10 pitch and a typing element
designated, “Orator,” 10 pitch. Any typowriter
that will give equivalent size letters and spacing

1(16)52.6
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betweenletters can also boe used. The foliowing
procedures will be followod:

1 Name—The first name, middle intial
and last name will bo typed in upper case and
slightly above the line, e.g., EDWARD W.
SAMPLE.

2 Card Number—See
1(16)52.(11):(3) and Exhibit 1(16)50-9.

3 Date of Issue—Nurmbers will bo used
lo indicate the month, followed by the day and
year, for example, if an ID card is issued on
November 12, 1980, the date should be indicat-
ed as 11/12/80 or 11-12-80.

4 The signature must be within the width
of the signature line.

IRM

1(16)52.7 (5-30-84)
Procedures For Visitors ID Cards

(1) in offices or areas where wearing the 1D
card is required, visitors will report to the recep-
tion desk in centers, or control points in districts
and regions, and will be issued an 1D card. The
receptionist/guard or responsibie employee at
the reception desk or control point will:

(a) verily the visitor's authority and
credantials;

{b) wili make the necessary entries in the
“Visitors Registration”, Form 5422;

(c) issue appropriate {D cards; and

(d) instruct recipient concerning the prop-
er procedures for wear, use, and turn-in of the
1D card.

(2) Authorized IRS personnel visiting a cen-
ter or restricted area on official business will be
issued a visitors card for that facility/area. At
the option of the local Security function, the
visitor's own card will be exchanged for the
“focal’” TEMP card for the duration of the visit
(see IRM 1(16)52.(13)).

(3) Authorized IRS personnel visiting a re-
gional office, district office, or centers on official
business for a week or longer, who require ac-
cess to arestricted area, may be issued a photo
ID card by the visited office with approval from
tha appropriate local management official(s).
The visitor's own card will be exchanged for the
“local” photo card for the duration of the visit.

1(16)52.8 (5-30-84)
Forgotten Or Lost Cards

(1) Employees reporting for work withou!
their 1D card (in offices or areas where wearing
the ID card is mandatory) will report to the re
ception desk in centers or control points in dis
tricts and regions. The receptionist/guard will
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(a) have the employee complete Form
4589, Lost or Forgotten 1D Card Record. it the
card is not located within 5-7 days, procedures
forissuing a roplacement 1D card, IRM
1(16)52.9, will be inthated;

(b} have the employce’s supervisor come
forward and identfy the employce and sign the
Form 4589. Only a supervisor or acting supervi-
sor can sign Form 4589;

(c) issue the employee an appropriale
“TEMP ID card; and

(d) forward the completed Form 4589 to
the Security function.

(2) Employees at all other locations who lose
their iD cards will complete a Form 4589, ™ Lost
or Forgotten ID Card Record.” The manager
will forward the Form 4589 along with the appli-
cation form for a replacement iD card (Form
5520 or 6028). to the Security function. (See
IRM 1(16)52.9)

(3) H an 1D card with encoded information is
lost, the appropriate Center Security Officer
must be notified immediately. The Security Offi-
cer will immediately invalidate the card in the
controllod access system (whero applicable).

At locations equipped with a security computer, .

the Security Otficer will obtain a printout report
from the security computer showing any activity
involving the lostcard since it was last known to
be in proper custody. (Any improper use identi-
fied will be evaluated by the Security Office, and
referral made to Inspection if appropriate).

1(16)52.9 (10-26-87)
Replacement Of Cards

(1) Supervisors will submit an applicable 1D
card request (Form 5519, 5520, or 6028) to the
security function to obtain a replacement photo
ID card when the:

(a) ID card is lost (a wait of 5-7 days is
usually appropriate to make sure the card is lost
and not misplacod) (see IRM 1(16)52.8; or

(b) card holder's name changes; or

(c) card holdor's picturo doos not accu-
rately represent the card holder.

(2) if the ID card becomes worn, damaged,
or the photo fades, the data card on file may be
used to make a new ID card. Supervisors need
not submit a request for this action.

(3) if an ID card is lost or stolen, the Security
function will annotate this face, and the date of
occurrence, on the back of the ID request form.
Also, the date will be posted on the Form 5303,
Numerical Card Record. Tho lost or stolen ID
request forms will be filed in a dead file, in

alphabetcal order, by calendar year. AniD e
rumber will not be reused for at least one ye
after 1t was reported lost or stolen.

(4) When a lost 1D card has been replace
andit1s subsequently found and returned to t
Socurity function, it will be destroyed and 1
records reconciled.

1(16)52.(10) (2-:19-67)
Return of Cards

(1) Non-photo ID cards may not be remov
from the facility. Individuals issued non-ph¢
ID cards will raturn them at the closse of ea
workday. Issuing points for non-photo ID cat
will inventory such cards once every twen
four houre, using Form 6662, Daily ID Cc
Inventory Report. If any are missing, immedic
recovery action will be taken and the Secur
iunclion will be notified if recovery attempts
(See Exhibit 1(16)52~3 for example of compl.
ed form.) Frequently, visitors and personr
who have lost or forgotten their 1D card will we:
o exit out of a door other than the one whe
they were issued the non-photo 1D card. As
sorvico {q the individual concerned, local ps
cedures can be established whereby ti
guard/receptionist or monitor on duty at t
door the individual elects to exit can collect t:
1D cards and return them to the issuing pc
(i.e., at a centor the guard could return them
the main guard control center, whichin turnc
return them to the proper control point.)

(2) The Security funclion and appropriate «
pervisors will need to ciosely coordinate
make sure that non-IRS Federal personn.
who separate or transfer from the issuing «
fice's jurisdiction, return their ID cards on th.
last workday.

(3) Managers are responsible for initiati:
the employee’s separation clearance form -
that the security function may collect the
cards, it issued, of employees who separa’
are furloughed or are transferred out of th
jurisdiction. In service centers, where it is co:
mon practice to notify seasonal employees tr:
they will not work next week but the week aft.
the manager will collect these cards on .
employee’s last workday, and forward su:
cards to the Security function before the clo
of business each Friday. (See Exhit
1(16)50-8). Recovery of an|D card on the dez
of an employee should be arranged through tt
Personnel Office. Under these circumstance

1(16)52.(1¢
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1(16)52.(12) (s 30844
Auditing and Reconciling
Numerical and Alphabetical Files

(1) Atleast annually, the issuing 1D card unit
will be responsible lor auditing and reconicring
the numerical ano alphabetical files with each
other and {or verifying their accuracy by tracing
arandom sample ("'x"’ number) of the outstand-
ing ID cards 1o the 1D card holder. Sec Exhibit
1(16)50-3.

(a) Cbjectives—ID cards are sampied in
order to:

1 maintain the integnty of the 1D cards;

2 assurc that no one pPossesses More
than one ID card;

3 assure that ID cards arce recovered
from personnelwho leave the lnternal Revenue
Sarvica; and '

4 make certain that unauthorized per-
sonnel do not have access to badge stock and
equipment.

(b) Expected Sample Size—the expected
sample size is approximately 7,600 ID cards for
employees working for the Internal Revenue
Service nationwide during each calendar year.
See Exhibit 1(16)50-2.

(c) Sample Procedure—the sampling will
take piace annually at a suitable time for the ID
card unit of the Service. The Security function
will be responsible for performing the sampling
by using the following procedures:

1 Selecting the first ID card from the al-
phabetical file that corresponds with the ran-
dom start. The random start for each ID card
unitof the Service is shownin Exhibit 1(16)50-2.
Exampile: if therandom startis 2, then select the
second ID card in the alphabetical file. .

2 Selecting the "X numbered ID card
thereafter, until the complete file is sampled.
Example: H X=10, then you will select the 12th
1D card, 22nd ID card, 32nd ID card, etc.

3 Fill in the information for the sample
selected ID cards using Form 6810, 1D Media
Recap Sheet (Report Symbol: NO-1(16)00-1
(formerly NO-RM:S-1), see Exhibit 1(16)50—.
Enter the line count number, ID card number,
and name of the 1D card holder in the appropri-
ate columns. Then send to the employees
POD, Form 6665—I1D Media Review Memoran-
dum, to each name you have listed on your ID
Media Recap Sheet. DO NOT MAIL TO EM-
PLOYEE'S HOME. When the Form 6665 is re-
turned to you, indicate on the Recap Sheet if the
individual is presently within the Security func-
tion's jurisdiction; has accounted for their 1D

card; was issued a Pockot Commussion (PC).
and indicate P’C number. i the individual was
transferred out of the Sacunty function's juris
diction, was the 1D card recovered—yeos or ne.
was the PC turned in—yos or no.

4 Provide the actual count of the "sam-
ple total” iaken and also the "'population otal”
for all photo ID cards listed in tho alphabetica!
o,

5 Reporting procedure: districts anc
centers witb—send their reports to the region.

6 if Form 6665 indicates a Cl cniorce
ment badge has been issued, that informatior
should bo given 1o the office having accounta.
bility for Cl enforcement badges.

1(16)52.(13) (5-30-64)
Official Visits 10 a Center/District/
Region Restricted Area

(1) Intornal Revenue Service personne! in
the Nalional Office and field offices who plan t¢
visil a center/district or region restricted area
will take the foliowing actions:

(a) give the center/district/region restrict-
ed area advance notice of the visil (See IRM
1(16)52.3:(6) and 1(16)52.4);

(b) be prepared to identify yourself by
showing the facility guard or other designatec
person your IRS ldentification card;

{c) contact the epplicable Security func-
tion if there are any questions concerning secu-
rity procedures; and

(d) beresponsible for observing ail securi-
ty procedures which apply to facility employees.

1(16)52.(14) (5-30-84)
Instructions for Taking Photo for
1D Cards

(1) Thelens to forehead distance must be 4C
inches.

(2) A light blue backdrop is used for non-re-
stricted area !D card photos.

(3) A yellow backdrop is used for restrictec
area |ID card photos, and a designetor, aipha-
betical or numerical, must be used.

(4) Posing—

{a) The individual should be seated ap-
proximately 45 degrees 1o the camera and pho-
tographed with thair face looking directly at the
camera. ltis also acceptable to have theindivic-
ual sit facing directly towards the camera.

(b) Individuals wearing eyeglasses shoulc
turn their heads slightly to the right or left anc

1(16)52.(14
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itis permussible to cut out the photo and give it to
the farmuiy, and return the remainder of the caid
to the Sccurtty function.

(4) Returned ID cards on IRS and non-IRS
indraduals who separate or transier wil be do-
stroyed immed:ateiy. Roturned ID cards for em-
ployees on non-work status may be filed for
possible reuse, if they are in good conditicn i
they are in poor condition, they should be
destroyed.

1(16)52.(11) (5-30-84)
Records and Accountability

(1) The stock of 1D card requost forms must
be rigidly controlled. Inventory and destruction
rocerds will be mantained.

(2) 1D cards will be issued by a central pointin
the National Oifice, regional offices, centers,
and some districts. Large districts may have
more than ona issuing point.

(3) Tho "iD Card Number™ portion of cach
request form wili be completed by cach issuing
peint. The format of the card number will bo
11-11111, The first two digits represent the issu-
ing office’s location code. See Exhibit
1(16)50-6. The last 5 numbers are assigned by
each issuing point, as follows:

(2) Areas with central issuing points will
assign numbers sequentially within blocks to
specific categories {IRS employees, other fed-
eral employees, and non-federal persennel).

{b) Districts with more than one issuing
point will assign blocks of numbers to each
point. For exampie, numbers 00001-10000 =
District headquarters issuing point;
20000-39999 = large post-of-duty issuing
point; 40000-68995 = ancther large post-of-
duty issuing point; otc.

(4) To assistin the timely recovery of 1D
cards, the Peorsonnel Branch will furrish tho
issuing point a copy of each separated, trans-
ferred, or furloughed personnol action form, on
a daily basis. An alternate procedure that as-
sures daily notilication to the issuing point is
acceptable.

(a) Employee separation clearance forms
will clear through the Security function (see IRM
1(16)S2.(10):(2) and (3)).

(b) Atleastonce a year, a comparison will
be made of the ID card request forms in the
active alphabetical file against a list of current
employees showing those on active and those
on non-work status in order to discliose names

1(16)52.(10)
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of employses who departed without turning in
thew 1D cards. The £rployeo Service Record
Foport (ESHR), 1s a document listing all porson-
nel. This report may be usnd o satisy this re-
quiramont and may be otitainod from your Por-
«onnel Branch. (Sce iIRM 1(16)52.(12)) Where
records have been actomated via a computer, a
match may be made against personnel’s ddta
baso.

(5} Security functions at each center will
have GSA, guard comnpany, cafeteria vendor,
clc., furnish a list, annually, of their current em-
pleyces. Thase lists will bo checked against
outstanding iD cards. If individuals terminated
without turning in their 1D cards, tho Security
tunction will contact the company and request
them to recover the 1D card. If the ID card is not
received within two weeks, the Security func-
tion will contact the individual directly and at-
tempt to recover the 1D card.

(6) The Security function will maintain both a
numetrical and alphabetical file on all photo 1D
cards.

(@) Numerical File = Form 5903, Numeri-
cal 1D Card Reccrd (A computerized listing is an
acceptable alternative.)

{b) Alphabetical File = ID Request Forms
5519, 5520, and 6028.

(c) If an ID card is losg, stolen, or de-
stroyed, thatfacl will be recorded on the back of
the applicabie |D card request form along with
the date of the occurronce. In addition, the date
of the occurrence will also be postod in the
appticable column of the Numerical Card/
Badge Record. The request form for that card
will be filed in alphabelical orderin a dead file for
the currant calendar year with other request
forms for ID cards that have beeonlcst, stolen, or
destroyed during the calendar year. An ID card
number will not be reused until atleast one ycar
aiter it has been reported lost or stolen.

(7) Visitor's ID record will consist of **Visitor
Register,"” Form 5422. This register must be
reviewed daily by the receptionist/guard or oth-
er designated employee to determine thatall ID
cards are accounted for. Discrepancies must
be reported immediately to the Security func-
tion. A complete inventory of all non-photo ID
cards and an audit of non-photo ID card records
shall be performed at least twice a year under
the supervision of the Chief of the Security func-
tion. See Exhibit 1(16)50-10.
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noticoh directly atthe camera, to avoid areflec-
tion of their glasses’

(5) Polacolor 2, type 108-4680 paper base
fitm, must be used until the plastic base film is
improved 1o the point it will not distort during
tamination. This film can be obtatned by the
case trom Pelaroid Scrvicoe Centers.

1(16)52.(15) (2-19-87)
Protection and Disposition
Procedures
(1) The following listed items must atl all

times be under the custody and control of an
authorized IRS employee orlocked in a security
conainer, even if in a secured arca, unless
more protection is specified: ,

(a) unlaminated cards in stock (Forms
6054, 6055, and 6056);

(b) cards awaiting destruction;

(c) IRS identification cards when notin
personal custody of authorized holders;

(d) “'ID 3" Camera (this does riot include
the carrying case); and

(e) All exposed film, both useable and
waste. .

(2) The alphabetical records required by IRM
1(16)52.(11) and all versions of Forms 55189,
5520, and 6028, both stock and completed,
must always be under the custody and control
of an authorized IRS employee or locked in a
security container.

(3) All items listed in (1) and (2) above, ex-
cept equipment, when no longer required must
be destroyed in accordance with text 345.32 in
IRM 1(16)41, Physical Security Handbook.

(4) The control and security of 1D card sup-
plies, records, and equipment will be the direct
responsibility of the Security function.

(5) The purchase of replacement equip-
ment, equipment repair service and all supplies
should be made by the facility in accordance
with local instructions.

1(16)52.(16) (5-s0-84)
Frotection of Encrypted Data and
Passwords

(1) The following instructions pertain o any
center or office that uses the magnetic stripe on
the card, card readers, electric locks, and a
mini-computer to control entry into restricted
areas.

1(16)52.(14)
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(2) Concurrent with encoding, the holders of
theso cards will bo given a four digit password.
(Card read. rs will have a key pad which will
requiro entry of proper password along with
proper card to gain cntry.)

(3) Atthe time the 1D card is encoded and at
least once annually thereafter, the holder must
be given a security indoctrinalion ccvering the
following:

(a) The password is secret in nature, indi-
vidually assigned, mustbe committed to memo-
ry and must never be written down. it cannot be
passcd on to anyone. Everything possible
should be done to provent anyone from learn-
ing your password. Should you forget your
password, you will have 1o contact your local
Security function to find out what it is.

(b) The cncrypted data on the magnetic
stripe is secrel in nature. The ID card must be
kept in the holder’'s possession at all times.
Should you not do so, it is possitile that some-
one could ascertain the informalion encoded
on the stripe and use it to the detriment of the

" Service. (Devices exist that can be worn like a

wrist watch that permit the *“‘skimming” of infor-

“mation {rom a magnetic stripe in a second.)

(c) i the ID card becomes lost or ydu sus-
pact that the password has been compromised,
or that someone may have skimmad the infor-
mation off the magnetic stripo, you should im-
mediately notify, through your supervisor, the
Chief of the Security function.

(d) 1f your card allows you to enter a re-
stricted or secured area, you are responsible
that no individual follows you through a door to
such a raestrictod or secured area.

(4) Security indoctrination, as set forth
above, shouid be reduced to writing and given
to the employee following the verbal

_ indoctrination.

(5) 1D Card unit employees must be iustruct-
ed that the listings of 10 digit numbers encoded
on cards and the passwords must be protected
at all times. Thesse listings must either be under
the personal observation of an authorized em-
ployee or locked in a security cabinet. If it be-
comes nacessary to mail a listing of passwords
or 10 digit numbers, Express Mail or Registered
Mail will be used.

1(16)53 (5-30-84)
Pocket Commissions
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1(16)53.1 (2-19-87)
Authorized Use

Pocket Commissions will be issued only to
thoso employeos who aro required 10 prese:.dt
proof of their authority in the performance of
their day to day official dutics. With the excep-
tion of their use by Inspection, they are primarily
intended to identify Service personnel to the
public when dealing with tax matters. They will
not be issued to employees merely to identily
themselves for transacting routine business. At
the time of issuance the employee should be
instructed to read Document 7098, Rules of
Conduct. Misuse of pocket commissions is a
violation of the Handbook and may be a vicla-
tion of Federal Law (18 U.S.C. 499).

1(16)53.2 (5-30-¢+)
Description

(1) Pocket commissions are categorized as
either “enforcement’ or "'non-enforcement™
types. Enforcement commissions conform to
the format prescribed by the Department of the
Treasury for Treasury Law Enforcement Ofii-
cers, and inciude those carried by Special
Agents of the Criminal Investigation Division,
inspectors of the Internal Security Division and
the executive, managerial and supervisory offi-
cials of these divisions in the National Office
and the field. Non-enforcement pocket com-
missions are those held by all othor employees
authorized in IRM 1(16)53.5.

(2) The enforcement pocket commission
consists of a black leather combination badge/
pocket commission case with cut-out on the
outside for the enforcemeont badge. Inscrled
inside are laminataed upper and lower pocket
commission inserts. The upper insert contains
the name of the employee. The lower insert
contains the title, photograph, and signature of
the employee, certification of authority, serial
number, and handwritten signature of the au-
thorizing officer or District Director. The date of
issue should be placed above the serial
number.

(3) The non-enforcement pocket commis-
sion consists of a red leather folder, embossed
in gold on the outside with the Internal Revenue
seal, the words, ‘United States Treasury De-
partment, Internal Revenue Service' and a
straight line border. Affixed to the inside are
laminated upper and lower pocket commission
inserts. The upper insert contains the photo-
graph and signature of the employee. The lower
insert contains the name and litle of the em-
ployee, date of issue, serial number, certifica-
tion of authority of the empioyes, and the hand-
written signature of the authorizing officer, Re-
gional Counsel, or District Director.

(4) Each serial number will have a prefix.
cating where tho pocket commission was
sued and the suffix ‘E’ for enforcement and
suffix ‘A" for non-enforcement. The follov
prefixes ate used:

(8) Commissioner

(L) Assistant Cornmissioner
{Inspectlion)

{c) Chiof Counsel

(d) National Office
(excopt those above)

(e) Central Region

(f) Mid-Atlantic Region

(g) Midwest Region

(h) North-Atlantic Region

(i) Southeast Region

() Southwast Region

(k) Western Region

C

{5) The pocket commission will be display
only as prescribed in IRM 1(16)53.2:{2) a
1(16)53.2:(3). Protective plastic covers or oth
adornments are not authorized.

1(16)53.3 (10-26-87)
Authorizing Officlals

The Commissioner, Deputy Commissioner
Assistant Commissioners, Regional Commi:
sionors, District Director and the Chief Counse
Deptty Chief Counsel, Associates Chiof Cour
sel, and Regional Counsels, are the authorizin
officers for pocket commissions issued o err
ployees under their supervision.

1(16)53.4 (2-19-87)
fesuing Officers

(1) Regional Comniissioners and District ©
rectors should designate as issuing officers ap
propriate officials who will maintain supplie
and records and process the commissions.

(2) The Chief, National Otfice Property, Se¢
curity and Records Unit (PM:HR:N:FM) is th:
designated issuing officer in the Nalicn:
Office.

(3) The Assistant Commissionor {inspo:
tion) is the designated issuing olficer for &
Inspection personnel, Servicowide.

1(16)53.5 (10-26-67)
Empioyees Authorized to Hold
Pocket Commissions _

(1) Employees are authorized to hold pock.
commissions if they hold positions with sta:
dard titles as listed in Exhibit 1(16)50~19 and a:
in a classification series also listed in Exhil
1{16)50~-19, and meet the criteria in IR’
1(16)53.1. ‘

1(16)53.
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(2) Any pocket commissionissucd under the
above provisions will bear one of the above
tities.

{3) Pocketcommissionsissuedto traineesin
a cooperative curricula (alternating periods of
full-ime study on campus and full-time employ-
ment with Internal Revenun Sarvice) will bo
rocalled and held in accordance with IRM
1(16)53.8:(1)(a) during pariods the trainec is not
performing official duties.

(4) Recommendations for changes to this
list should be made by authorizing officials to
the Director, Facililias and Information Man-
agement Support Division.

(5) The Commissioner, Deputy Commissiori-
ors, Assistant Commissioners, Regional Com-
missioncrs, the Chief Counsel, Deputy Chief
Counsel, Associates Chief Counsel, and Reo-
gional Counsels may authorize the issuance of
pocket commissicons to other employees who,
in the performance of their dutics, are required
to present proof of their authority on a continu-
ing basis. It is anticipated, however, that such
instances will be rare in vioew of the carelut
seiection of the titles in this list.

(6) To keep the list of authorized pocket
commission helders as current as possible, rec-
ommendations for changes in the tist should be
forwarded to the Director, Facilities and infor-
mation Management Support Division, HR:F,
Nationat Office.

1(16)53.6 (5-30-84)
lssuance Procedures

(1) Managers will request pocket commis-
sions for authorized employees from the Secu-
rity function {See Exhibit 1(16)50-14). Autho-
rized employees (standard titles) are listed in
IRM 1(16)53.5. The request will contain the
following:

(a) type of pocket commission;

(b) name of standard title for employee;

(c) employee’'s POD and phone number;

(d) circumstances (initial or replace-
ment)—if lost or stolen, attach report;

(e) manager's mailing address;

{f) attach photo, if applicable. (See IRM
1(16)53.6:(3))

(2) U the employoa’s titie is not listed in Ex-
hibit 1(16)50-19, the manager will submit a re-
quest to the Security function which includos a
justification for the employee’s need for a pock-
et commission. The Security function will coor-
dinate the request with the authorizing official.

1(16)53.5 MT 1(16)00-79
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{3) Photographs tor pocket commissions
mustbe 174" wida X 1%/¢" high and printed on
singte weight papeor.

(1) Photos made with the ID card camera
with the IRS seal, with any color background,
and trimmed to the appropriate size, are ac-
ceptable. (Photo should be taken with a fore-
head distanco of 56 inches)

(b) 11D card carmera or other IRS camera
is unavailable, photographs may be obtained at
Government expense.

(4) Either the issuing officer's or the District
Director’'s name should be signed in ink on the
lower insert. Rubber stamps or pre-printed fac-
simile signatures will not be used inliou of hand
signatures. Authorization enabling others to
signn their own nama for their authorizing offi-
cial or the District Director's should be in writing,
and in the possession of the issuing officer.

(5) The inserts, after lamination, should be
affixed to tho folder in such a manner as 1o
permit their later romoval without mutilating the
folder.

(6) When an msert for a pocket commission
tecomes dirty or mulilated, or the photegraph
fails to resemble the bearer, it should be re-
turned to the issuing officer for destrniction and
replacement.

1{16)53.7 (2-19-87)
Supplies

(1) A supply of blank upper end lower inserts
and red leather folders will be maintained in the
National Office Property, Security and Records
Unit (PM:HR:N:FM) and in each regional and
district office. Restocking suppliss shouid be
ordered once a yoar in accordance with {RM
1(16)51.8

(2) In addition to the supplies listed above,
Crminal investigation and Inspection will main-
tain a supply of black leather combination
badge/pocket commission holders.

1(16)53.8 (2-15-97)
Disposition

(1) Pocket commissions are the property of
the Internal Revenue Service. immediately
upon suspension or separation of an employee
to whom a pocket commission has beenissued,
tho issuing officer must ensure that the com-
mission is recalled. Pocket commissions
should also be recailed from employeses trans-
ferring to other positions within the area of juris-
diction of the issuing officer or District Direclor
when the new position is not among those au-
thorized in IRM 1(16)53.5. Disposition of re-
called commissions will be as follows.
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(a) In case of extended leave without pay,
tha commission will be held pending the em-
ployee's return 10 duty, unless the LWO#R s
expected to be for more than one year, inwhich
case the commmussion should be cancelled, and
the inserts destroyed.

(b) Incase ot suspension, the employec's
commission will be beld pending final determi-
nation of the employee’s caso.

(c) In @l other cascs, the inserts of the
employee’'s commission will be cancelled and
destroyed by the issuing officer, and the rec-
ords adjusted accordingly. Leather folders
shouid be retained for reuse if they arc in satis-
factory condition.

(2) When a field employee transfers to a ju-
risdiction other than that of the issuing officer or
District Director who signed the pochet com-
mission, he/she will:

(a) NOT carry the comrmission to the new
position except as stated in 2¢;

(b) turn in his/her pocket commission to
the issuing officer who holds the custody rec-
ords {who in turn, will annotate the records to
reflect the employee's transfer.)

(c) retain his/her enforcement pocket
commission, if assigned to Criminal Investiga-
tion as a Special Agent, until arrival at new post
of duty. The old pocket commission is to be
returned by certified mail to the issuing office.

(3) National Office employees must surren-
der their commission to the National Property,
Security and Records Unit (PM:HR:N:FM) pricr
to:

(a) transferring to the field; or

{b) transferring to another Assistant Com-
missioner area within National Office; and/or
when their title changes.

(c) except as stated in 2¢ above.

1(16)53.9 (5-30-84)
Records and Accountability

(1) Form 1830, Custody Receipt for Govern-
ment Property, will be required for each pocket
commission issued. See Exhibit 1(16)50-13.

(2) Both an alphabetical file and numerical
file will be maintained for pocket commissions.

(a) Form 1930 will be used for the alpha-
betical file. .

(b} Form 6663, Numerical Pocket Com-
mission Record, will be used for the numerical
file. See Exhibil 1(16)50-12, for example of
completed form. A computerized listing is an
acceptable alternative.

(3) Inventory and destruction records will be
maintained. A simple log showing receipt and
use of supplies will be kept.

(4) Annually, and on a sample basis, theo ac-
curacy of the pocket commission records will
be audited and reconciled against the numeri-

cal and alphabctical ile. Scee 1IRM 1{16)51.(
and 1(16)52.(11).

1(16)53.(10) (6-71-65)
Retention of Cancelled Pochket
Commissions Upon Retirement

(1) Regions have the option to permit t
retention of cancelled pocket cornmissions
those eiigible; however, such retention will 1
be automatic. A spocific requast mustbe ma
at the time the pocket commission is turnec
by the employee, the employee’s manager,
an employee’s next of kin.

(2) Pocket commissions, after cancellatic
may be presented to employees identified
the following criteria:

(a) employces retiring from the Service
(b) engployees who die (pocket comm
sions to be presented to next of kin)

{3) All pocket commissions to be award.
will be forwarded by mail (see IRM 1(16)51.9)
the appropriate 1egional office so that they m.
be properly cancelled. After cancellation, ti
pocket commissions will be returned to the a
propriate offices by mail for presentation to «
tired personnel or the next of kin. '

(4) Each insert of each pocket commissic
will either be perforaled or stamped with ti
word retired.

(a) Hthaestampis used, itmustbe suchth
will leave a colored (gold, red, blue, e&tc)) ii
pressicn on each insert. The outside of t
pocket commission folder (holder) will also L
starnped.

(b) If perforation is used, both inserts v
bo perforated while in the pocket commissic
folder (holder) so that the perforation go<
through the insert and the folder.

{c) Enforcement commissions wil be r
moved from the feather case and mounted or
red leather folder before being sent to the r
gional office for cancellation.

(5) Records will be maintained by each sen.
ing office and the regional offico to ensure a
countability of each pocket cornmission sent:
be cancelled.

1(16)53.(11) (2-18-07)
Protection and Disposition
Procedures

(1) All pocket commission inserts, upper ar
lower, both stock and completed, must at ¢
times be under the custody and control of &
authorized IRS employee or locked in a securi
container, even if stored in a secured are.
unless more protection is specified.

1(i6}53.(17
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(2) The alphabetical records requited by IRM
1(16)53.9 must always be under the custody
a. 3 control of an authorized IRS employece or
locked 1n a security corntamner,

(3) ttums listed in (1) and () abovo, whon no
longer required, must be destroyed in accord-
gnco with toxt 345.3:(2) of IRM 1(16G341, Physical
Securily Socurty Handbook.

(4) The control and security of pochet com-
mission insurts and supplies will be the direct
responsibility of the Security function.

1{16)54 (5-a044)
Enforcement Badges

1(16)54.1 (53054
Authorized Use

The enforcement badge shall be used only
for official purposos whon it will incroase the
effectiveness of the enforcement or investiga-
tive activities of the Service.

1{16)54.2 (5308<)
Description

Internal Revenue Service enforcement
Badges (hereoinafter referred to as badgo or
badges) aro of uniform design for all elements
of the Service. Title, organization designation
and a serial number are shown on the face of
each badgae.

1(16)54.3 (5-30-84)
Authorizing Officials

(1) The following officials will authorize the
issuance of badges to appropriate employees
in their junsdictional areas:

(a) Assistant Commissioner (inspec-
tion)—Inspectors in the tiational Office and the
field.

{b) Ass:istant Commissioner (Criminal In-
vestigation)—Spacial Agents in the Nalional
Office. :

(c) Regiona! Commissioners—all autho-
rized field employees except those under the
jurisdiction of the Assistant Commissioner
(inspection).

1(16)54.4 (2-10-87)
Issuing Officers and
Responslibilities

(1) Responsibilities forthe issuance and con-
trol of the enforcement badges are specified
below. .
(a) The Director, Fecilities and Information
Management and Support Division (PM:HR:F)
is rosponsible for implemonting, evaluating and
controlling the Servicewide badge program.

1(16)53.(11)
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(b) Each Reqional Commissioner (will as-
signresponsibility to an appropriate function for
1ssuing and accounting for the Criminal investi-
gation badges, in thoir regions and districts,

(¢) Tho Administrative Officer, inspection,
MNational Oftice is rospons:bie for issuing end
accounting for the Internal Socurnity Inspectors
badges, Sorvicoewide.

(J) National Office Criminal Investigation
will issua and maintain administrative controis
of the enforcement badges, pocket commis-
sions, and credential cases {or all Cl personnel
in the GS-1811 series assigned to Kational Of-
fice, National Training Center, and Federal Law
Enforcement Training Center. '

1(16)54.5 (5-30-84)
Employees Authorized to Hold
Enforcement Badges

Use of onforcement badges are authorized
only for Special Agents (GS—~1811) in Criminzl
Investigation and internal Security Inspectors
(GS-1811) in Inspection.

1(16)54.6 (10-z6-87)
Control of Enforcement Badges

(1) Supply control of enforcement badgss is
the rosponsibility of the functional office dasig-
nated by the Regicnal Commissionsr or Nation-
el Office Criminal Invesligation function
{CLINV:T). These functional offices shall main-
tain records on all blocks of badges issued to
the officials noted in IRM 1(16)54.3. Each of
these cfficials will be responsibla for estabiish-
ing and maintaining necessary controls and
records lo adequately govern the issuance,
contro! and recovery of badges zuthorized and
issued to employees under their jurisdiction.

(2) Records of issuing officers should be
such that they will account for all badges at all
times. Control records should be by both name
and badge number. Records ccntrolled by
Criminal Invesligation, will be reviewed at peri-
odic intervals, but no less than once ayaar. This
will be done at National Office by the Nationzl
Offica Propeity, Security &nd Records Unit, and
2t the Region and District lovols, where appro-
priate, by the appropriate local Security
function.

(3) All authorized perscnnel issued an en-
forcement badge will keep that badge until laav-
ing the Sorvice or changing job serias. When
the individual leaves the Service or changes job
senes, the badge will be turned in and placed
backin stock. The exception for retiring person-
nel is in IRM 1(16)55.
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(1) Whoen an Agent or inspoctor s reas-
signed, ha/she will hand carry thair lifotimao
badgu to ther next assigrunent and the othictals
noted in 4 1(16)54.3, will be notified of the
transfer by using Form 6664, Transter of Crimi-
nal Investigation Enforcement Badges, sec Ex-
hibit 1(16)50-16 for completed sample.

(5) Form 1930, Custody Receipt for Govern-
ment Propeily, will be required for each en-
forcemen! badge issucd. Sce Exhibit
1(16)50-15.

1(16)54.7 (2-19-87)
Supplies

(1) Badge supplies will be coordinated with
the Facilities and Information Management
Support Division (PrA:HR:F:S:PS).

(2) Badges which become worn or unser-
vicoable will bo accumulated during the year,
and destroyed when sufficient quantities war-
rant it. Propor destruction records will be kept
by the appropriate function office.

(3) A stock of badges will be maintained for
replacement of badges which become wern or
unserviceable during the year.

(4) Badges needing only minor repairs, cost-
ing less than $5.00, such as a broken clasp or
bent clasp pin, should be repaired locaily.

1(16)54.8 (5-30-8)
Disposition

(1) Any employee who leaves the Service or
is reassigned to non-enforcement duties, must
return his/her badge. In the event of transfer
see IRM 1(16)54.6.

(2) In case of extended leave without pay,
the badge will be picked up and held by the
supervisor of the employee pending the em-
ployee’s return to duty. If the employee does
not return to duty, issue records will reflect re-
covery of the badge.

(3) In case of suspensicn, the employee’s
badge should be secured by his/har supervisor
at the time he/she is notified of the suspansion.
The badge will be held pending either his/her
restoration to duty or separation from the Serv-
ice. If the employee is later separated, thaissue
records will reflect recovery of the badge.

1(16)54.9 (5-30-84)
Records and Accountabiliity

(1) The stock of enforcement badges must
be rigidly controlied. Inventory and destruction
records will be maintained.

(2) A numerical and alphabetical file or
badgous wiil be maintained. A computerizod |
ing is 4n acceptable alternative, or:

(1) Numerical File = Form 5903, Num.
cal iD Card/Badge Record.

{b) Alphabetical File = Form 1930, Cus
dy Receipt for Government Property. {See |
hibit 1(16)50-13.)

1(16}55 (5-30-44)
Retertion of the Enforcement
Badge Upon Retirement

1(16)55.1 (»-30-84)
General

These instructions provide guidance for 1
retention of enforcement badges by Spec
Agents, Criminal Investigation Division, and
spectlors, Internal Securily Division, up.
retirerment. ’

1(16)55.2 (5-30-84)
Backoround

For many years employees who have be.
issued enforcement badges have asked
they be permitted to retain them upon rety
mant. Approval has been granted to return t
enforcement badge to a qualified retiring e:
ployee upon requesy, after the badge has be:
disabled. The cost for disablement must :
borne by the retiring employee or
colleague(s).

1(16)55.3 (2-19-87)
Responsibilities

(1) The Group Manager of each Criminal |
vestigation group in each district is responsit
for determining whether retiring special ager
would like to have their enforcement badg.
returned to them, and for sending those badg.
10 the Assistant Regional Commissioner (C

(2) The Assistant Regional Commission.
(Ch) in each region is responsible for determi
ing whethor retiring special agents assigned
the regional office would like their enforceme
badges returned to them, and for sending tho:
bacdges, as well as those received from t!
districts, to the designated company that w
properly disable the badges.

(3) The Assistant Regional Commission:
(Criminal Investigation) is responsible for ma.
ing arrangements for the disablement of Crint
nal investigation enforcement badges as spec

1(16)55.
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fied in IRM 1(16)55.5:(1)d, and for roturning dis-
abled badges 1o tho retirod spocial agonts.

(4) The Assistant Commissioner (Cl), is ro-
sponsible for:

(a) dosignating a commercial company
that will properly disable tho enforcoment
badge;

(b) informing each Assistant Rogional
Commissioner (Criminal investigation) of the
arrangoments made to disable each badge to
include the name and addross of the company
that will provide the service, tho cost invoived
and the procedures for payrnent; and

(¢) making arrangements for the disable-
ment of badges of retiring upecial agents as-
signed lo the National Office, who desire 1o
have them returned.

(5) The Director, Internal Security Division,
National Office, is tesponsible for:

(a) designating a commercial company
that will properly disable the inspoction badge
{this designation may be made in coordination
with the dosignation made by the Assistant
Commissioner (Cl).

(b) determining whether retiring inspec-
tors would like their enforcement badges re-
turned to them; and

(c) making arrangements for the disable-
ment of enforcement badges of retiring
inspectors.

(6) The Director, Facilities and Information
Management Support Division, National Office,
is responsible for:

(a) implementing, evaluating and control-
ling the Servicewide program for returning en-
forcameont badges to qualified employees; and

{b) determining the critoria and standards
for disablement of the enforcement badge.

1(16)55.4 (53084
Retention Qualification

(1) Enforcement badges, after being dis-
abled, may be presented 1o empioyees identi-
fied by the foliowing qualifications:

(a) Special Agents (GS-1811), Criminal In-
vestigation Division, and inspectors (GS-1811),
Internal Security Division, retining from the serv-
ice on or after January 21, 1980.

(b) Special Agents (GS-1811), Criminal In-
vestigation Division, and Inspectors (GS5-1811),
Internal Security Division, who die on or after
January 21, 1980. (Enforcement badge 1o be
presented to next of kin.)

1(16)55.3 MT 1(16)00-79
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1(16)55.5 (2-19-67)
Procedures

(1} Spocial Agant, Cniminal Invastigation En-
forcoemaont Badye.

(a) When a rotireo lurns in the enforce-
meont badgo to tho Group Manager, Criminal
Investigation, a determination will be made Ly
the retiring spocial agent whether the badge is
to be returned by completing Form 6402, En-
forcement Badgo Disposition (see Exhibit
1(16)50-17). A Form 6402 will be completed Ly
all special agen!s turning in an enforcemont
badge upon retirement. if the retiree elects to
have the badge rotuined, the individual spocial
agent or a colieague(s) will provide payment for
disablement of the badge by check or money
order made out as determined by the Assistant
Regiona! Commissionar (Criminal Investiga-
tion}, in accordance with instructions providod
by the Assistant Commissioner (Criminai inves-
tigation). The check or money order will be
attached to the Form 6402,

{b) If the retiring special agent does not
desire to have the badge returned, the badge is
to be placed back in stock for future issuance.

(c) The Assistant-Regional Commissioner
(Criminal Investigation) will send the enforce-
ment badge to a company as specified by the
Assistant Commissioner {Criminal Investiga-
tion). The company specified will cut the badge
in half horizontally just below the Treasury De-
partment inscriplion, place the badge together
and encase it in a block of lucite approximately
53" W X 3% L X 1Y," Basze and 3," Top.
Payment will be made with private funds as
specified by the Assistant Commissioner (Crim-
inal Investigation). After the badge has been
properly disabled the Assistant Regional Com-
missioner (Criminal Investigation) will returnitto
the retiring special agent. Form 6402 will then
be sent to the Assistant Commissioner (Crimi-
nal Investigation).

(d) Retiring special agents assigned to the
National Office will turn their enforcement
badge in to the National Office Criminai Investi-
gation. When the enforcement badgse is turned
in, the specia! agent will complete Form 6402
indicating whether the enforcement badge is to
be returned. If the retiree elects to have the
enforcement badge returned, the special agent
will provide paymaent for disablement of the
badge by check or money order made out as
determined by the Ascistant Commissioner
{Criminal Investigation). For those badges tobe
returned, tho Assistant Commissioner (Criminal
Investigation) will make arrangements o have
the enforcement badge disebled by a commer-
cial company and returned to tha retiree. Those
badges that are not returned to a retiree will be
placed back in stock for future issuance.
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(2) Inspector, Internal Securnty Enforcement
Badgo.

(a) When a retree turns in the enforce-
ment badge, the retining nspoctor will make a
determination whether the badge is 1o be re-
turnod. by completing Form 6402, ATorm 6402
will be completed by ali inspectors turning in an
enforcement badge uponretirement. f the retir-
ee elects to have the badge rcturned, the in-
spector or a colleague(s) will provide payment
for disablement of the badge by check or mon-
ey order made out as determined by the Direc-
tor, Internal Security Division, National Otfice.

(L) If the retinng inspector does not desire
to have the badge rcturned, the badge wiil be
placed back in stock for future issuance.

(c) H the retiring inspector clects to have
the badge returned, the Director, Internal Secu-
rity Division, National Otffice, will send the en-
forcement badge to the company which has
been selocted 1o perform the required servico.
The company specified will cut the badge in half
horizontally just beiow tho Treasury Depart-
ment inscription, place the badge together and
encase it in a block of lucite at least 534" W X
374" L X 1Y," Base and 34" Top. Payment will
be made with private funds. After the badge has
been properly disabled the Director, Internal
Security Division, National Office, will returnit to
the retiring inspector.

(3) Only special agents (GS-1811) orinspec-
tors (GS-1811) are authorized to have an en-
forcement badge disabled and returned to
them upon retirement.

1(16)55.6 (5-30-84)
Supplies

Form 6402 will bo distrubuted through distri-
bution channeis and will be available in each
district, region and the Nationat Offica Critninal
Investigation function.

1(16)55.7 (2-13-97)
Reporting Requirements

(1) Atthe end of each month alt Forms 6402
completed by retiring Criminal Investigation en-
forcement personnel (GS~-1811) will bo sont to
the Assistant Commissioner (Criminal Investi-
gation) (OP:CIL:P:B) Forms 6402 completed by
retiring Internal Security Division enforcement
personnel (GS-1811) will be sent to the Direc-
tor, internal Security Division, National Office,
Attention: 1:IS:M.

(2) The Form 6402 for those enforcement
personnel who desire to have their badge re-

turned to them will necessarily be dolayod i
causc of the certification roquired by the ofi
ot the Assistant Regional Comrnissioner (Crit
nal Investigation), Assistant Commissior
(Criminal Investigation), or Director, Interr
Secunty Division.

1{16)56 (5.30-84)
Calling Cards

1(16)56.1 (s-30.09)
Authorization

The blank contact form, Form 4811, is av:
able for use by Sorvice personnel to leave th
name, address and telephone number wi
business and professional people, police ¢
partment personnel, reprasentatives of forer:
governments, members of the press corps ai
individuals being actively recruited as pr
scribed in IRM 1(17)27.23. Service persons:
wro would have a use for Form 4811 but wou
prefer to use a personalized calling card o
tainad al their personal expense may use su.
personalized cards provided they are procur
in accordance with established procedures.

1(16)56.2 (10-26-87)
Authorizing Officials

(1) The'Commissioner, the Deputy Commi
sioners, Assistant Commissioners and Regio.
al Commissioners, District Directors, and tt
Chief Counsel are the authorizing officizals fc
personalized calling cards to be usod by ern
ployeas under their supervision. This authon:
may be reassigned to subordinate officials.

(2) The Assistant Commissioner (Huma
Resources Management and Support) will b
responsible for prescribing implementing prc
cedures for all National Office employees.

(3) Regional Cdmmissioners will be respoi
sible for prescribing implementing procedurc
for emptoyees under their jurisdiction.

(4) Authorizing officers may authorize th
use of personalized calling cards by any pe:
sonnel under their jurisdiction.

1(16)56.3 (5-30-84)
Description and Procurement

(1) While the calling card wiil be permitted fc
us9 on a voluntary basis, it shall conform to ¢
standard design for uniformity and quality con

. trol. All personalized calling cards obtainec

1(16)56.%
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must conform to the weight of paper, size of
card, color, layout and production point speci-
fied in IRM 1(17)27 .23, Calling Cards and Greet-
ing Cards.

{2) These persons authonzed to use calling
cards shall obtain themin accordance with pro-
cecures prescrbed in iIRM 1(17)27.23 and any
unplementing instructions.

1(16)56.4 (5-30-64)
Use

(1) Calling cards may gcnerally be used by all
Service officials and personnel who have acen-
tinuing need {o leave with non-Service individu-
als or companies a ready reference for contact
by telephone or at an office address,

(2) Only thosa employees who follow pre-
scrnibed procedures for obtaining calling cards
may use such personalized cards associating
them with the Service.

(3) Calling cards conforming to the pre-
scnbed standards will be used only for official
purposes. '

(4) Calling cards may be used by Revenue
Officers, Revenue Agents, Special Agents, and
Inspectors in addition to Form 2246, Field Con-
tact Card, but not in lieu of Form 2246.

(5) Calling cards will not be used to identify
the bearer in lieu of other identification media
provided for this purpose.

1(16)57 (2-19-67)
(Reserved)

1(16)58 (5-30-84)
Automobile Identification Cards

1(16)56.3

IR Manual

MT 1(16)00-79

1(16)58.1 (5-30-84)
Purpose

Automobile Wdontilication cards approved for
use by Internal Revenuo Service employees
aro thosa issued by State or municipal authori-
tics to permil parking in space designated by
those authorities; cards issued by Internal Rey-
enuo, both in Washinglon and tield cffices, for
parking space directly under Internal Revenue
Service conlrol, or cards issued by General
Services Administration for space under con-
trol of that agency. in accordance with policy
statement P-1-141, no signs or other media
identifying it with the Service or the U.S. Gov-
ernment (except authorized GSA, IRS or local
government authorities’ parking permits) will be
displayed on a Service-operated enforcement
vehicie or on a privately owned vehiclo. This
palicy is consislent with the public interest and
with the general practice of oiher Government
agencies. ltis also consistent with our request,
approved by the General Services Administra-
tion, that Internal Revenue Service enforce-
ment vehicle be exempt from the vehicle mark-
ing requirement.

1(16)586.2 (10-26-87)
Responsibilities

(1) The National Office Property, Security
and Records Unit is responsible for issuance
and control of approved automobile identifica-
tion cards covered in 1(16)58.1 for National Of-
fice employees.

(2) Each regional office will be responsible
for promulgating instructions within the framo-
work of policy statement P-1-141, for issuance
and control of approved automobile identifica-
tion cards to employces of field offices.

(Next page is 1{1€;00-28)
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1(16)00 Physical, Document and Cormputer Systorns Security

Exhibit 1(16)50-1

R U SN

page 1(16)00.
(2-19-

FY 83 ID Media Estimated Requirements

Requesting Office (fil} in) Brooklyn District Date June 30, 1982

I. Pocket Commissions
A. Upper insen

1.
2.
B. Lower insert, non-enforcement

Noonaswn -

Non-anforcement

Enforcomeont

Commissioner

Assistant Commissioner
Regional Commissionar

District Director
Inspection

Regional Counsel

Chief Counsel

C. Loworinsert, enforcernent

1.
2.
D. "Red” Pocket Commission Folder

. 1.D. Card
A. Forms

10.
11.
12.
13.
14.
15.
16.
17.
186.
18.
20.
21.
22.
23.
24,
25.
26.

LN A LN

Inspection
CiD

Form 6054
Form 6055
Form 6056
Form 5519
Form 5§519-8/2
Form 5519-C/3
Form 5519-D/4
Form 5519-E/5
Form 5519-F/6
Form 5520
Form 5520-A/1
Form 5520-B/2
Form 5520-C/3
Form 5520-D/4
Form 5520-£/5
Form 5520-F/6
Form 5520/T
Form 5520/U
Form 5520/V
Form 5520/W
Form 6028
Form 6028/A
Form 6028/8
Form 6028/C
Form 6028/D
Form

1 yr. 4

300 1.
50

750 @

Please complste each entry above with either the quantity required, “O" or N/A (not applicable to

region or district).

MT 1(16)50-78

IR M



1(16)00 Physical, Document and Computer Systems Sccurity

Exhibit 1(16)50-2

page 1(16)00-30 ;
(2-19-87) |

Sample Design for the Study of ID Cards for the District Offices

DISTRICT

National Office
Los Angeles
Manhattan
Chicago
Jacksonville
San Francisco
Nowark
Laguna Niguel
Detroit
Brookiyn
Philadelphia
Dallas

Boston
Baltimore
Houston

Ft. Lauderdale
Clevoland
Atlanta

St. Louis

St. Paul

San Jose
Cincinnati
Buffalo
Indianapolis
Greansboro
Richmond
Seattie
Pittsburgh
Austin
Milwaukee
Hartford

New Orleans
Nashville
Sacramento
Denver
Oklahoma City
Springfield
Louisville

Das Moines
Birmingham
Wichita
Portland
Phoenix

ESTIMATED
POPULATION

4814
2719
2475
2047

1
1
1
1
1
1
1
1
1
1
1
1
1
1
1

iR Manual

MT 1(16)00-78

(Noxt page is 1(16)00~30.1)

320
779
729
563
558
438
360
345
250
143
136
105
069
010
003
855
798
796
774
764
758
724
718
702
670
659
652
652
623
589
587
552
508
494
483
474
460
443
439

RANDOM
START

SKiP
INTERNAL

35
24
19
16
14
14
13
12
12
11
1

&Ahh-(DUIU\U’!MOU"G)O)O’O’)O,QC)QQ\J\J\JNCOQ(DlOLO(D
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Exhibit 1(16)50-2 Cont. (5-30~¢

Sample Design for the Study of ID Cards for the District Offices

Bocause of the small popuiation size, a decision was made to sample 25 porcont of the 1D cards °
these districts only:

Abordoen Cheyenne Reno

Albany Columbia Omaha
Anchorage Helena Portsmouth
Augusta Honolulu Providence
Boise Jackson Salt Lake City
Burlington Little Rock Wilmingion

National Computer Center

ESTIMATED RANDOM SKIp
REGIONS : POPULATION START INTERVAL
North Atlantic 518 2 5
Waestern 511 1 5
Mid-Atiantic 407 2w 4
Southeast 332 2 4
Midwest 354 2 4
Southwest 347 2 4
Central . 329 1 4

® 6 & & B3 ¢ 8 * B T 6 O & 6 & T S P T T S B S & T O B G T T P P E

SAMPLE DESIGN FORTHE STUDY OF ID CARDS

FORTHE SERVICE CENTERS
ESTHAATED RANDOM SKIP
SERVICE CENTERS POPULATION START INTERVAL
Philadelphia 1850 3 14
Fresno 1711 13 13
Brookhaven 1688 2 13
Austin 1658 8 13
Cincinnati 1621 8 13
Ogden 1617 4 13
Kansas City 1599 4 13
Andover 1586 8 i3
Memphis 1568 3 13
Atlanta 1434 6 12
Data Center 1200 9 10

MT 1(16)00-66 IR Man




1(16)00 Physical, Document and Computor Systoms Sccurity page 1(1€)00-30.2
. 5-30-84
Exhibit 1(16)50-3 (53004

D Media Review

Internal Revenue Service

memorandum

date: Aupust 23, 1983
to: Miss. Virginia K. Peach
PM:S:DS:S: P

from: Security Unit
PM:S:N:TM

subject: 1D Media Review

We are reviewing our asccountsbility records for identification
media {ssued to IRS employces, and we need your help. Intermal
Revenue Manual 1(16)51, recuires that on an annual basis, the
Security Branch/Staff contacts the employees who sre issued ID
media. The purpose of this contact is to verify and update the
information contained in our files.

Your name has been selected randomly for participation in our
review. Please provide the information reauested on the rcverse
and return this memorandum to the Security Branch/Staff in the
attached envelope within five working days.

If you have lost your 1D media, please notify your supervisor
or the Security Branch/Staff immediately.

Attachment
Self addressed envelope

Feww 6685 {Rev 1183} Dugner trment of the Trwanury - inwn vl Rewwne Servwce

IR Manual MT 1(16)00-66 1)




1(16)00 Physical, Documont and Computer Syslenis Security page 1(16)}00-.

Exhibit 1(16)50-3 Cont. (530
ID Media Review
l.a. The nane in the address line of this mawrandum is carrect:
ves v o
b. If 1o, print your currect nasme:
2.a. IRS IP card nuwber: /A - BYST /7 !
(1) Yellow background? YES ¢~ MO |
(2) Letter/nunber in lower right hamd corner? \’ES_‘C_ o
If yes, enter letter/number: C .
b. Pocket Camissicn number (If applicable): A/ R3Y4
(1) Titte: Jax  Hen. g
Date issued:
3.a. The photo on my ID card is a good likeness: YES RD__/
The photo o my pocket commission is a good likeness: YES _ NO_

- _d-—/_' .
4.a. tHaone Address: \3 S /x."L/LA-f/T (LV‘L
{Nurber ard Street)

Fablsr Seceed] 1 2204l

(City, State ard Zip Ccde)

b. Home Telephone Number:{ 703 q43(-0occ

c. work Telephcne Number:( A¢2 ) 37¢ - cooo |

1@/7 Z;z{.‘a_ 'Q/ ﬂ'ﬂ/

'f;',{igmture & Date)

PP IS IR AR DR N S N 2EE NN DR N JEE N JNE 2N NN NN L N BN N R B NN BN AR A 0 B B B B AR

PRIVACY ACT STATEMENT

" GENFERAL - This information is provided pursuant to Public Law 93-579 (Privacy
Act of 1974), December 31, 1974, for individuals camleting this fom.

PURPOSE AND ROUTINE USES - Provides for implementation of an identificaticn
system, its requirements and monitorship. Routine disclosure of infommation

contained in this system of records mey be made to the Department of Justice.

AUTHORITY - SUSC 301

EFFECTS OF NON-DISCLOSURE - Disclosure of this infoomtion is voluntary. If
the informetion is not provided, the identification card may be revoked ard
access to IRS facilities will be restricted.

Form 6665 {Rev. 11-83)

MT 1(16)00-68 0 IR Man
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pege 1(16Y00-30.4 -

it 1(16)50-4

Exhi

1(1€)00 Physical, Documant and Computer Systems Socurnity

ID Media Recap Sheet

Npert Symbel: NO-RM: 3.1

Cute 8 - nrrow Tors /é
ID Media Rscap Sheat 7 ol 83 °© %
2ecutity Functl . Poonlation Teml [ of Popm
Promdl Lt /938
Pragrty o Tos S . -
Pl oot Name of IC Card Holder
AD G B 10 Cord PC Tumed
/¢ m::‘ st und Ascoverad n

1 | zeeor |QUe,
22,23 a/waJL ‘ 0’\‘44«)
33 1993 W»U Fakew
Y4 | 1aas? CUI‘E‘QQ '3,4,4_
S| 2302l ()«/117 Cane

AR W YRAY Q%u% L
27 1 03430 | Danerme, Cade
77 1001y |0hean |, Touom ' i
25 1073 | By . Cund

VR R AR T2 @«u{/q Tt

1ar feeot! | A4 fz Coddin.
BL | 0553 | M AL

'Y3 | Lovic quh.é ,{mu&q
1Y | 5277 W xium
i [ 01959 | B fuuo
e | oaco (Lo f. R

102 o6 |Cacp, 620,

139 | coet [Codl P p

form 6810 114 Deoertmant of (he Trosewy ~ Imemel Apvernus Borvics

MT 1(16)00-66
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1(16)00 Physical, Documoant and Computer Systems Secunty page 1{16)00-~.

'Exhibit 1(16)50-5 (5-30-

Samples of Authorized ID Cards

SAMPLES OF AUTHORIZED ID CARDS

et
s,

L&

RORMAL ID CARD - NOT AUTHORIZED
ACCESS TO ANY RESTRICTED AREA

White card, blue background

AL A i SR

o ‘2 in photo area
= 3‘=
2 b EXAMPLE OF EMPLOYEE ID CARD

S Shar O

S hes
3.5;,’38‘.*' 2

Sa i b X

SEIR L i

TR

et AR Y T A 1

.
g e
& 2
;*_, \"
« w
'_ S
S, o &
@ Y i
3 M
< X ‘2.
) * o
-~ I e
¢ g Ed
£ z %
P - ..pa
53 ¥ %
R '& 32
b A
:; -z 22
. - B
5 -y po
k1 b2 Tt
b, . B
g hu: i
a3 ' c' N P b e T g Y g e - . .
L — PPy e LN e 2 '% R S Ry 2N
SIHE e T e AR i i LRI TN T 5K s, Al

AUTHORIZED ACCESS TO AUTHORIZED ACCESS TO
RESTRICTED AREA 27 RESTRICTED AREA "B
IN A SERVICE CENTER "IN A DISTRY

White card, yellow White card, yellow
background in photo background in photo
area area

EXAMPLE OF , EXAMPLE CF
FEDERAL EMPLOYEE ID CARD IPS EMPLOYEE 1D CARD

MT 1(16)50-66 Lo} IR Manual
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" 1(1€)00 Physical, Document and Computur Systems Socurity page 1(16)00-3

Exhibit 1(16)56-5 Cont. (5-30-¢

Sainples of Authorized ID Cards

BACK OF ID CARD

Propenty of 1§ Govesmmem

P Rund Srop m ey U S maeros
Posimaster Postage gun snteed
Motorn so

e g

111 Comntiurvan Ava. 7 W,

e ’ : ;‘r_ S ; FREZTRY
L ”“"“ Ve ' ""~ ekl Y f: ‘x'.;.'" i
\4.%,.,3\, ¥ 4 (L, o 2%':

FEDERAL, EMPLOYEE AND
NON-FEDERAL

R

bt -2 d
ane o1«
LLu™ete *

[ aile W - 2]

fee= 805418 70

IR Manual MT 1{16)00-66 0




1(16)00 Physical, Document and Computor Systems Securily page 1(16)0C-30

Exhibit 1(16)50-6 (600-8

1D Card Request Form -

IRS Identification Card Request ;
NCC, Data and Service Centers :

Employecs

» :t; Privecy Act Statasnasdt
(o] bt -
g - é “ g% Gonarsl — Thes rhormation 15 provaded pursuant 10
@ 5 a ~ o -3 m#aw‘;’a-sm(%wwdwh) December
S o . 4, Nk
o~ §\7 §§2¢") o K _1_'§ Vaduals COMPisting tws form,
{: :_,c(:} <~i‘c°;‘;- [ -3 S Pumcaes and Routine Uses — Provdes for wnple-
N (=2 S5 g 23 .C_E nwxmdunmﬁwmsmn.m:wx
e ;5.5_0 \ o 1Y and moowtorshwo  Foutne @ Of worrnation
£ gﬁ £T 20 ] ooy 5“ comtameod 1 thes system of records May be mede 0
N~ §EG: 1S i 3§ the Departhent of Justco
| T~ a <{" >
-~ |- “g:i < 1= 3= Authority — SUSC 301
N gEso Eftects of Nondisciosure — Drsciosure of the wior-
Q r-é EELs maton is voluntary. If the snformatdn 15 Not provded,
N 5 Egzc 2 20 Kehcation Card will not by I8LSS AN 1CCESS 1O
® MEE hts s IRS taokties wik b rectncied.
. © {CO0R :
= > 4
> (/7] . -
£ c|2 3
iy KY) Ofw Date
HE iz |3 Q inacie
LK I [S 3 Rt - Destroyed
> ol vz g p a
s 350« | Z1E 5 B O,
<
£ 3Ews | o|T » .:‘} w Q Yre
0 S]3 D |2 ES = “ [J Deceased
- ST e T 1S 85- < s
s _‘:g ‘:. 5-8 oY 5 4 O Lost soien
- -4 ht--
s gf=E R 5l % 3 M crans
° “ % i
ol B S i_’g 2 ?ns __e A 3 {J Newne v
Eg g > s gogzé ot —
FES T [EolEs821Ele0l s 0 Come
wzlz~< |3 |< 00 c e =
. <. (7)) ] —
— e - - ~ o -
SECURITY FUNCTION USE OKLY E
) 0
Name ;
a
_JOHN V. SAMPLE = RSUED | Pervemed
SN Y a
Y . {0 A,
0 Card Mo 3 SRS PU——
12-12 ‘3
- b = - -
Date of issus _5, " §8 ———.
‘ O mauiias Snie—
9/3/83 | <

MT 1(16)00-66 o IR Marxs




fonuene Uil

99-00(3t)t 1IN

£8/¢0/60

ATNO IS0 NOLIONNG ALINNDIS

ol

F
$519  (Rev 4.82)  Non IRS Ident:fizstion Card Resusst

Privecy Act §istemem

OUNERAL - Tag Normation 4 pon-ded O ™ 1o
PP Lom 31 478 iPmocy Act of H174) Decomber It
1974 102 rdwweOue's compasiing e Sor ™

PURPOSLE AMO ROUTINGE USER - Frovaes I
ITOMTANSLON OF dn BerrAeaton ArIIE™ w) 16QueTe
ey 00 P o Wep Rout e O Aot t OF o mgtor
COMB S 11 e SYI TR OF MCIVOS Ty Do m a0 10 1Re
Deperiment o Aarce

AUTNORITY — SuSC 301

LIPICTS OF NONDIBCLOBUAL — Dxcioard of th
IOre 2 On 18 vl bty B 1N L 00RO D OOt
ON G 11-08 Cord welt e Be i soac #10 KOs 00 IRS
Tocow v w-il be Fartrcred

SAMPLE, John V.

Hame (Last, First, phiddie tnitiall

2. Home Address (Number and Straet) 4 Birth Date
1234 Main St, 12/12/12

3 Cuty, State and 2+p Cede 5 Home Teleghcrae N3
Anytown, USA 111-1234

6 Type {moloyce
GSA X Other Fed -

HenFea % rnease comptele reserse)

1 Authonzed Areas (Scecity,
None

[ty

"‘.'.hmirng O tml’s Signature
UYpe ¢ prm

“ Date

9/3 /o_s

10 Tig

Chief, Facilities Mgmt Br

N 79'50'\‘\.-‘;; Ny oDt

X1111

tSec Resorsel

Department ot the Traasyry
Internat Pevarue Serv ce

DATE DATE
O inacTive O remnreo
O oesvRoYED [0 NAME CHANGED Y0:
O ResiGNED
0 TRANSFERRED O otHen
0O oeceaseo
(7 vost/sToLeN

12, Actlvity (Check Appropriate Box)

[ Cafeteris X1 Repairperson
O Jenitorial [ Salesperson

O Vendor O Guard
[ Centractor O Other

13. Company Name
IBM

14. Lecation (City and State)

2345 Maple Avenue, Anytown, USA

18, Talqohine Number
1

Form 5518  (Pev. 4.82)

wJio04 }sanbay psed Q)

M folin By B S ' r O P

1yx3

q

(1) ywuod 9-05(94)1 3

Ajns0g swoisAg 01nduion) PUe Juswnoog "1BasAUd 00{9!)1L

(y8—0€—G)

4

v

3'n€-00(91)1 98ed
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1(16)00 Physical, Document and Computer Systems Security

Exhibit 1(16)50-6 Cont. (2)

page 1(16)00-30.
(5-30-8.

1D Card Request Form

IRS Identification Card Request
for Regions and Districts

Employees

(2]
o (\\
5 o'l 8
SRER N
o le ™ o
=~ |o N ‘V\":
~ y— it
o~ ', =}
;f-El _&'m
T~ {5 ’&N
NI — &) —
. — o
- Cal o —
©
2 &
=l B p ©
22 2 5 =
. £ - ] -
> of= o 2 & O E-
S IFEREIRE: -
£ el 1Z2J] w
o | wni|fui|s %L) v
~ 2|2 NS IS Cat R -
<la 12 2 o £
N R L A RN
FERE Bl > IR 3 B 5\\e’.r:
e Tl » 0|5 ¥ix g
R IIEIERSERS o
m| O - -} =
wz::ozut:«'z.k, -
e Ml < s ~ e

Name

BADGE UNIT USE DNLY

Depastnient of the Treasury
Intermal Reveoue Service

{See Raversc!

Badge Request

for Regions and Districts

IRS Identilication Card!’

Form
6028

Privacy Act Ststement

General — Thig intormaton s provssod prarsuant to
PUDHC Law 83-579 (Privacy At of 1974) Deceinler
31, 1974, tor ndnduals compdating thes fomn

Purposes snd Routine Uret — Provides for smpee-
Mmen1ation of an Idanthcaton Sysiem, s requy ements
and moniorshup. Routine trsdlosure of nformanon
contained in ttus system of records may b made 10
the Department of Juste.

Authocity — SUSC 301

Etiects of Noadisciogure — Driscionsure of ttxs nfor-
mation 1S voluntary. if the KfoMmancn 15 Nt provided,
20 dentication Card will N0t be ssued and acoess 10
IRS facilitren, will be restncted.

Dute
O tnective
3 Destroyed
[0 Resigned
O Translerrod
[ Deceased
O Lost stolen
O Fevred
3 Name changed 0

[0 Other

RETURNED

form 6023 .

MT 1(16)00-66

o IR Manu.
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1{1€)00 Pnysical, Documant and Computer Systems Securnty

Exhibit 1(16)50-7

page 1(16)00-30.10
(5-30-84)

Daily iD Card Inventory Report

POD/OFFICE RESTAICTED AREA | PERIOD ENDING
wﬁl}“\ (As () NO I 2F &3
GRCUP BRANC!H DIVISICON CODE: »» =« ALLCARDS
58 yg. X = MISSING CARDS -
SEE PEMARKS

THE SIGNATURE BELOW, VERIFIES THE FACT THAT A DALY INVENTORY CF (D CARDS HAD EEEN TAXEN Ot¢ M1KE DATE iNDICATED.
cODE DATE SKGNATURE REMARXKS

o 11 /3 Oa <C J(z y /(' ]
| nly C’J MQK‘*Z 0

- /3" (ijimj Y'*}‘//(

v 4(UZ A 7 dorl

o] 07 f)(_u (J / Jjﬂwﬂl

ll -/ 7 ‘/)/(3_[[5“,,4 7/«/_ /1,‘7‘,4

/2 ﬁ?ﬁcl’;-mﬁ 7/;(44—7&@

e (\?Lc«éa«é. 7//",1’(7(" .

2 s \Rlle I Tople | Emdlopie T fonr- Gt

/2 @;LLKQKV Dl "7

A oy Sl { T odnr e

S/ ]2 @uﬂavﬁka”w/éf

/ “/r§ @Am-;é

X Yo A&i?l[‘vapj C [‘ﬂf/‘/'-‘z‘/l M/b«v ‘Z_j &-C// .

| ks V@Al Ty Tl - Qandi %/m/

T by QB AT Al

T b QAT /Xa—-«;j

IR YA SR (CM

Y1 0 @_ 0.0 ‘/fg;v-fﬁ

Forwarg 1nhis {0 10 security statl/branch at the end of every month 10 arrive no liter than ha 2nd workday of escu month,

Departmen! of the Treasury — intemat Revarue Service @

Foem 5652 @-8Y)

iR Manual

MT 1(16)00-€6
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1(16)00 Physical, Document and Computeor Systems Security page 1(16)9C-30.

Exhibit 1(16)50-8 (2-19-8:

b & o

Suggested Methods of Recovering ID Cards on an Individual's Last Workday

1. Employeas who aro 'erminating employment (i.e., resignation, termination, retiramen
transfer}, should return their badge to the card unit on their l1ast workday.

a. All employees at centers and those working in district restricted areas should t»
issued an appropriato coded non-photo 1D card by the receplionist/guard de:.
“or tho badge unit to be worn for the remainder of their shift 2nd turned in as the
; oxit the facility/district restricted area.

b. The receptionist/quards can be instructed to issue a non-photo badge to ar-
emplcyoe who presents an Employee Clearance Form.

2. Employees going on non-work status (furloughed) could be handled in any of the followin:
ways:

a. Supervisors pick up their cards immediately prior to the end of the shift on the
last workday. Prior to collecting the cards, the supervisor should escort the en
ployee to an approved exit. Supervisors can immediately turn the cards in to th
card unit; or, if the card unitis closed, they can give the cards to the guards at th:
main guard control center. Guards can then be responsible for their safe-keepin
and turn them in to the card unit the next morning. Cards should always b
accompanied by a list of ernployees placed on non-work status and if the card
not turnaed in, there should be an explanation as to why and what action th
suparvisor is taking to recover the card.

b. Employees could be required to turn their cards in directly to the card unit durir:
prime shift or to the guards at other than prime shift. Employees in centers/di.
trict restricted areas shovid be issued an appropriate coded non-pholo card i
bo worn during tho remainder of their shitt. Visitor Register, Form 5422, chou
_ be used to control non-photo card issued to these employees. Columns title
v “Address,” "Representing” and “Calling On” noed not be compieted by IR
employees. In district restricted areas, a Restricted Area Register, Form 542
can be used in liou of the Form 5422 to controf non-photo cards issued to thes
emplioyees. .

3. Employees who resign by calling in their resié)nation, or-who send in a letter of resignatior
will be informed that they must return the Sarvice IO media that thoy had been issue.
Local dirsctives must be followed for employee clearances under these circumstance:
however the individual receiving the tolsphone cali or latter should immeciately noiity tr
“Designated Agent’ and request a hoid be placed on the pay check until 2il governme:
property is returned and/or the “‘Employee Clearance Form" is property complated.

MT 1(16)00-78 IR Mam.
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1(16)Q0 Physical, Document and Cemputeor Systems Sccurity page 1(16)00-30.1:

vy . 2-19-87
Exhibit 1(16)50-9 ‘ :
Location Codes ¢

ALPHABETICAL NUMERICAL
REGION—CODE CODE LISTING CODE LISTING
SOUTHEAST--1 50 Atlanta 07 Atianta®
07 Atlanta® 49 Memphis®
€3 Birmingharn 56 Greonsboro
57 Columbia 57 Columbia
65 Ft. Laudordale S8 Atlanta
56 Greensboro 59 Jacksonville
64 Jackson 62 Nashville
59 Jacksonvillg €3 Birmingham
71 Littie Rock 64 Jackscn
43 Memphis® €5 Ft. Lauderdale
62 Nashville 71 Little Rock
72 New Orileans 72 New Orleans
MIDWEST— 46 Aberceen 09 Kansas City*
36 Chicago 36 Chicago
42 Des Moings 37 Springficld
45 Fargo 39 Milwaukee
09 Kansas City*® 41 St. Paul
61 Holona 42 Des Moines
39 Milwaukoe 43 St. Louis
47 Omaha 45 Fargo
a7 Springficic 46 Aberdoeoan
45 St. Lours 47 Ornaha
41 St Paul 81 Helena
CENTRAL—4 31 Cincinnati 17 Cincinnati®
17 Cincinnati* . 31 Cincinnati
34 Cleveland 34 Cleveland
- 38 Detroit 35 Indianapolis
35 Indianapolis 38 Detroit
61 Louisville 55 Parkorsburg
55 Parkersburg 61 Louisville
SOUTHWEST—5 85 Albuquerque 18 Austin®
74 Austin 29 Ogdon®
c 18 Austin® 48 Wichita
83 Cheyenne 73 Oklahoma City
75 Dailas 74 Austin
84 Denver 75 Dallas
76 Houston 76 Houston
29 Ogden® 83 Cheyenne
73 Oklahoma City 84 Denver
86 Phoenix 85 Albuquerque
87 Salt Lake City 86 Phoenix
48 Wichita 87 Salt L ake City
NORTH-ATLANTIC—6 14 Albany 01 Augusta
08 Andover*® 02 Portsmouth
o1 Augusta 03 Burlington
04 Boston G4 Boston
19 Brookhaven* 05 Providence
11 Brooklyn 06 Harttord
16 Buftalo . 08 Andover®
03 Burlington 11 Brookiyn
06 Hartford 13 Manhattan
13 .Manhattan 14 Albany
02 Portsmcuth 16 Buffalo
05 Providence 19 Brookhaven®
MID-ATLANTIC—8 52 Baltimore 22 Noewark
22 Newark 23 Philadelphia

IR Manual MT 1(16)00-78




1(1€)00 Physical, Document and Coemputer Systoms Security

TN T W

page 1(16)00-30.1

e (2-19-8’
Exhibit 1(16)50-9 Cont.
Location Codes
ALPHABETICAL NUMERICAL
REGION—CODE CODE LISTING CODE LISTING
MID-ATLANTIC—8 Cont. 23 Philadelphia 25 Pittsburgh
28 Philadelpa® 28 Philadelphia®
25 Pittsburgh 51 Wilmington
54 Richmond 52 Baltimore
51 wilmington 54 Richmond
WESTERN—9 92 Anchorage 33 Laguna Nigue!
82 Boise 68 Sacramenio
89 Fresno* 77 San Jose
99 Honolulu 82 Boise
33 Laguna Niguel 88 Las Vegas
95 Los Angeles 89 Fresno
93 Portiand 91 Seattle
88 Las Vegas 92 Anchcrage
68 Sacramento 93 Porttand
77 San Jose 94 San Francisco
94 San Francisco 95 Los Angeles
91 Seattle a9 Honolulu
OTHER 98 Assistant 10 National
Commissioner Computer Center
(Internationa!)
12 IRS Data Center 12 18S Data Cenier
10 National 50 National Otfice
Computer Center
50 National Office 98 Assistant
Commissioner
{International)
800 National Ctfice 800 National Office

* Service Centor

(Old #)

(Cid #)

MT 1(16)C0-78

IR Mamus
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1(16)00 Physical, Documernt ang Computer Systums Security page 1(16)00-30.14

Exhibit 1{16)50-10 (2-18-67)

Semi-Annual Audit—-Non-Photo ID Card Certification

4 B

I CERTIFY THAT ON lila—y8'1 AN AUDIT WAS CONDUCTED

CN THE NON-PHEOTO ID CARD (S) ASSIGNED TO: Kknja¢t«ﬁéﬁkvv;ﬁﬁkaﬁw%

( ALL ID CARD (S) ARE ACCOUNTED FOR,
() FOLLOWING NUMBERED ID CARD(S5) ARE MISSING:

CUSTODIAN OF ACCOUNT SE&P{,TY OFFICER

N .

1A Manual 001 MT 1(16)00-78



1(16)00 Physical, Document and Computor Systems Secunty page 1(16y00-30.

Exhibit 1(16)50-11 (>0

\
9 3/4° Helvetica Caps and Numbers Used on |D Cards

é | N

MT 1(16)00-66 7o) IR Macus




1(16)00 Physical, Document and Computer Systems Securnily

Exhibit 1(16)50-12

page 1{16)00-20.16
(5~30-84)

Numerical Pocket Commission Record

Hop-on Prelia Ne.

" (ot Fog b Cormmenson wea

NAR Numerical Pocket Commission Record lonrer batome] m,::: :::
Jous 1L}

Cormmaeson No. Mome laa, Feam My, Trile of Pucher Comnmmeion Dese | smact '&xaﬁf
25000E Thames, River Special Agent 9/30/80

25001E Hero, 1. M. A. Specfal Agent 1072780

25002E Instant, Kcply Srecial Agent - 10/2/80

25003E Sky, Morning Special Agent - 10/2/80 L-11/11/83
25004E Carrots, Anpeas Special Agent -~ 10/2/80

2S005E Issue, To Special Agent 10/2/80 R-12/31/83
25006E Sand, Box SpeciQI Agent - 10/3/80

25007E Towatoe, Juice Special Agent - 10/3/80

25008E Security, Guard Special Agent - 11/4/80

25009E Turns, The Werld Special Agent - 11/4/80

25010E Underdog, Today's Special Agent - 11/4/80

25011E Purple, Color Special Agent - 11/5/80

25012E lmportant, Paper

25013E Down, Under

25014E Bananna, Cake

25015E

25016E

25017E

25018E

25019E

25CG20E

25021E

25022E

25023E .
25024E

25025E

25026E

fom 66863 can Ducerment of ¥ Treamry i iornsl Maversr fonice
IR Manua! MT 1(16)00-66 0o




1(16)00 Physical, Document and Computer Systems Socurity page 1(16)00-3(

Exhibit 1(16)50-13 (-0~

Form 1930

naMe VIRGINIA K. PEACH
1ime Tax Auditor

oRG. sYMBoLA: BC:D:E:F: )
posT oF puty Brooklyn District

SUED 70:

(2]

DESCRIPTION OF PROPERTY (Include serial or identification No. where applicable)

Pocket Commission #NAR12345A
Title: Tax Auditor

| acknowledge receipt of the 2bove described property and certify it will be used
cnly in connection with y official duties. The property will be returned when it
is no tonger required for such duties or vpon prior request of the property officer.

11-4-80

SIGNATURE OF RECIFIENT DATE RECEIVED
CUSTEDY RECEIPT FOR GOVERHMENT PROPERTY

DEFARTMENT OF THE TREASURY
FORM 1238 (Rev. 10-62) ©U.I. E.P.0. TeTs-c21-7e2/8384 INTERNAL REVENUE SERVICE

MT 1(16)00-66 0 IR Manue




1(16)00 Physical, Document and Computer Systems Security page 1(16X30~30.18

Exhibit 1(16)50-14 (5-00-24)

Pocket Commission Request

intemal Revenue Service

memorandum

date: March 21, 1984
10! Security Officer
Rational QOffice Protective Progrem Unit

frcm: Branch Chief, Exsa 1V

subiect: pocket Commission Request

Please {ssue a non-euforvement pocket comnission to: .

Virginia K. Peach
ITLE: Tax Auditor

Miss. Allen works in our Balleys Crossroads coffice, and this

comeission will replace the one stolen from her on September 3rd,
1980, see report dated September 9th, 1980.

' \‘L\ 4‘4WA

IR Manuat MT 1(16)00-66 0



1(16)00 Physical, Document and Cormnputer Systems Secunly page 1(16X0-30.1
_ (5308
Exhibit 1(16)50-15

Form 1930

. )

& |MME Steven C. Elm
o|¥MmE Special Agent
= /OoRG. STMBOL CP:C:M

S |[rost of outy National Office
DESCRIPTION OF PHROPERTY (UInclude serial or identification No. where applicable)

Enforcement Badge # 566

| achnovdedge receipt of the al.ove described poprly 8iid conti’y it will be used
only in connection with my official duties. The Moperty will be returmnd when it

is longer sequired for sxch duties or upon prior revuest of the property officer.
/gﬁ'evc.\( %—1_ 10-20-80

IRNATURE OF RCCIPINT LATE RICTIVED
CUSTEDY RECEIPT FOR GOVERMLENT PROPERTY

DUFAMTMINT OF YME TSTASURY
10K (KN (Aev. 1047 Be s o re tevearrtercases INTERNAL REVI NUE SERVCE

MT 1(16)00-66 0 1R Mo




(16;00 Physical, Document and Computer Systerns Security page 1{16)0C-30.20

“xhibit 1(16)50-16

(5-30-84)

‘orm 6654

Intermal Revenua Service

inemorandum

duatel August 23, 1983

10! Security Officer
Jacksonville District
ficm: Security Officer
’ Brooklyn District
subject: Tranafer of Criminn) Investigution Enforcement Eadges
The Special Agert(s) listed beleow has (have) trancferred to your jurisdiction:
kgernts Location (by POD, District, Region)
Badge ¥ Nave Fcroer Office Yew 0ffice
1569 Oak, Ricard T. Smithtown Ft. Myers
Erooklyn Districe Jacksonville Dist.
NAR SER
° I Ct:“.lf} that the reconis were properly charged at this officer
© Lonirg mgionjma M (Lul 29,1982
lnalc & dute), /({
Y ‘7 P
/Caxm".g Fegion 71-2(1“4/(_ /({ /&L . 1;_1/ J /?53
rane & date 4 .
/ Gl Tl Aestissod
{) National Cffice {\-\{\ 11 AL L 4 J —
(r.:.me & ante) } 7 !
form 6664 e Depsr trment of the Treeney - lnesrvud Rewnus Servicn

IR Manual

MT 1(16)00-66 0
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H{1€)00 Physical, Decument and Computer Systems Socurity

Exhibit 1(16)50-17

page 1{16)G0-30.2
(2-19-87

Form 6402

g

Form 6402(5-i0) Enforcement Badge—Disposition

ENFORCLMENT BADGE - DISPCSITION I beawe # 5 3

mf/orm:. Ricun rwl"“““@j““ Livee pond D

3 1 60 a0t wieh 10 reasin rrey Enforcorment Bedge

-
D/ { wish 10 resin my Entorcament Badge stier it hat baen dusdisd end
ecamd n buche. My check for ‘.Lm_lo rowed ™AL axpense h sTieched,

Signed - Crimines investigetor/inepector \{! LbTM‘_I;

{Yo beconglaied by Criminal invantigstion of Inw-rel Security Otice If bedige is to be
teratned }

Conlicnion

| certify thet the rubject tan bewn Propecty dientiied snd ercssad in hu s for datheery
10 the revrve. %
I UMA)

sk-m..mh-om-\.— "(LLN« Cj, /z/‘/—gﬁ’

Form 0402 (5801 Dapartment ¢f the Trassury — Inwrnel Revenuve Service

1. The top portion of the card will be completed and
signed by the Crimzinal Investigator/Inspector the
badge was ipsued to.

2. The lower portion of the ocard will be signed by the
repreeontative of the issistant Commiesusicner,
(Criminal Inveetigation); Aseistant Lezionrl Com—
missioner, (Crirminal Investigation); or the Director,
Interrul Security Division, Eatiounl Office.

MT 1(16)00-78

WO0000T

'R Manua!



1{16)00 Physical, Document and Computer Systems Socurity page 1(16)00-30.22

Exhibit 1(16)50-1& (2-19-87)

{Reserved) o

IR Manual MT 1(16)00-78




1(16)00 Physical. Document and Computor Systoms Security page 1(16)20-30.2:

Exhibit 1(16)50-19

(2-19-87

Pocket Commission Titles (

(a)
{b)
(c)
{d)
; (e}
(f;
{g)

(h)
(i)
)

(k)
(1}

{m)

(n)

(0)

(s)]

{Q)
{r)

{s)
)

{v)

i v)
9 (w)

(x)

{y)

(2)

(aa)
{bb)
(cc)
(dd)
{ee)

(ff)

Commussioner

Deputy Commissionor

Associzte Commussioners and Regional Commiissioners
Assistant Commissicoors and Doputy Assistant Cemmissioners
Chief, Deputy Chief, Associates Chicf, Regional and Dhstrict Counsel
Division and Asaistant Divisior Directors

Director and Assistant Director ot Districts, Service Centers, the National Computor Cerite
and Data Centor.

Appraiser—(GS-1171)

Atlorney and Attorney (Estate Tax} (GS-505)

Audit Program Managor—(GS-340)

Commurnicitions Specialist (GS-323) (Cl only)

Discissure Entorcement Speciahsi—(G5-301) Non-enfercement
Discicsuro Otficer (GS-301)

Disclosure Specialist—(GS-301)

Employea Plans/Exempt Organization Conteree—(G5-345)
Engineer—(Any pasition in the classification greup GS-800)
Financial Analyst—(GS-1160)

Forester (G5-460)

Geologist—(GS~-1350)

Inspector—(GS-1811)

Internal Auditor—{(GS-511)

Intelligence Analyst (GS-301) (non-enforcement)

Internal Reverue Agent—{GS-512)

Investigative Aide—(GS-1802) (non-enforcement)

Investigative Assistant—(GS-099) (non-enforcement)
Investigator—(CS-1610)

Revenus Officer—(GS-1169)

Revenue Representative (GS-592 and GS-099)

Security Officer—(GS-301 and GS5-345)

Special Agant, Criminal Investigation Division—(GS-1811)

Tax Auditor—(GS-526)

Tax Examining Assistant (GS-099)

MT 1(16)00-78 IR Manua!
(Nex: page 15 1(16)00-31) :
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